A method and system automatically generate a list of participants physically present at a meeting and distribute permission to the participants. Identity and key information is collected from the participants during the meeting using at least one personal area network. The identity and key information is stored on a delegation device. Permission to access the services is distributed to the participants over at least one personal area network using the delegation device. The delegation device may include an access control matrix or moveable icons for organizing and distributing participant and permission information.
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* cited by examiner
Data Structure Definitions in ASN.1

permissionChain ::= SEQUENCE OF permissionLink

permissionLink ::= SEQUENCE {
  permissionLinkComponent permissionLinkComponent,
  Signature OCTET STRING
}

permissionLinkComponent ::= SEQUENCE {
  Name OCTET STRING,
  Uri OCTET STRING,
  Description OCTET STRING,
  Note OCTET STRING,
  Version INTEGER,
  Src_p INTEGER,
  Src_q INTEGER,
  Src_g INTEGER,
  Src_pub INTEGER,
  Src_x509cert OCTET STRING,
  Src_email OCTET STRING,
  Subj_p INTEGER,
  Subj_q INTEGER,
  Subj_g INTEGER,
  Subj_pub INTEGER,
  Subj_x509cert OCTET STRING,
  Subj_email OCTET STRING,
  Delegate BOOLEAN,
  Read BOOLEAN,
  Write BOOLEAN,
  validFrom GeneralizedTime,
  validTo GeneralizedTime
}
FIG. 5

Diagram showing a matrix with objects and delegates, with checkmarks indicating assignments.
GET /resource/ HTTP/1.1
Accept: image/gif, image/x-bitmap, image/jpeg, image/pjpeg, application/vnd.ms-powerpoint, application/vnd.ms-excel, application/msword, */*
Accept-Language: en-us
Accept-Encoding: gzip, deflate
User-Agent: Mozilla/4.0 (compatible; MSIE 5.01; Windows NT 5.0)

Connection: Keep-Alive
Host: www.websitexyz.com
HTTP/1.0 200 OK
Content-Length: 16485
Content-Type: text/html

<html><head><title>WebsiteXYZ</title>

...
Sending the permission as part of a “cookie” within an HTTP request

GET /resource/ HTTP/1.1
Accept: image/gif, image/x-xbitmap, image/jpeg, image/pjpeg,
application/vnd.ms-powerpoint, application/vnd.ms-excel,
application/msword, */*
Accept-Language: en-us
Accept-Encoding: gzip, deflate
User-Agent: Mozilla/4.0 (compatible; MSIE 5.01; Windows NT 5.0)
Cookie: Vchain=50U+F6IolMWmzRmz6SNRhx1UE3artX4ax56AAdJyXyXR77dhP91qg+cw
EOzziT+v8ywbpvuyugQvju1ZSSVDbkbe/C+NV8sLfp5d3eaTykzePjniX17wG3njzn2mL
OnRkrxWu6Gw3GR76zuU0zlyl59Bzbsiu+ImN/ SaHRS3eqBFFL7Ye0lJzin4dh81046k
LpiXb+OCl0FqgsmC5y/JCqgyR01rw2r0lg6uXgK0KdYaFkMKJ1x4w1A0d9GdGAQpCqGF
oXtYpS+bA5vd7U2UMsCXASKtw5bi+sUO0tbeX2xPjWdVsPuveICZHVwgmqJemvUVzHID
hMnYzEFZTq26sYAZIvsAiCyhRb6fK9JYV/vj9CzF1vfYFfYHY750NHzMdr5qrvb4Sm
4hK2GFZIVpNxYHwTa/KHbbu2aQ5KFZBGBmWJi.kfBmIVFszq3hpA5pD+NZELIwQ4FW11G
rZl+3/jwLe1CfDKV4sntksK+CFxBVGBu6dWpQye2O8jat3yjbjgYfxZd/vXfNjHioAIyYu
4ZnwK0+UG78+E1rtw2U01PuQocPcpXCh9EMeAACC7gsKZY2KfuY10FeCHZ00c16a4M82utE
6JhrX6Ufr0b9qQmxVnZu0U/MW2vbWNSx6Cvsw78SwCPyh3V11bxyToefETq9Wof3zU+bomL
8WgchTQ/PYHMaky37txXhrjzXZkgjItiOaL2KvATERIwBnhqYQm3zmp48n8Wc8qH2J7P
8DSOQwCHMoLJQmpjaOxaC5wZ9mhJGHyjTOpXX3GkL1NuZyqTbxyzZnGNJ2VgwUllpcQp
pohcWmFB179v02c95ztk9V6A3mye/1ZCF5i+VjpEa6h5WcnHqHT3mvdBXSAJ8W66xI1
EJmnt0llDnt0pwhJpCDAPyM2X02bJGRPni3mSbUsaELQNdMntUyczy5TDIipqPkMNULytH
1mN2jly2+hHp1kzqwxKXhII7/Jtc97X2GBBm7n10UNCG6sAbxq61BH5X5n175whjYhtF
1MuCeZumfILBpGpph6V30yjUoasRmsKll6qbpwDdxXfZD3uFR/1JNLJuzwnt3/PJWFPJp
JHJ+iSa/kb9+alM2xFSkMaQaPBAP7/Br2ZRs+O9FDTL+kBFdO0w0vFkTo9A1F9V9W1A0J
hZt7q+eGwkp5SSRO+t9/T710r7NwCNSELRFs/fziq/v8LM179yjcmCahATZv091A8128qG
otjxdFj1E3vJ0wmpF/61GSQfzwhC2Ho/m7mgaP9qJOVCRsVXXQWS0zDPC3A75Yxyoa8H
DHxgUlKRa3FQoBoheR1Z9QqHOia9ucQQRhbbiu0S2Oaf99QjmszP3qG64Pw+PekF5+1Y
QYhau9YZ+8bR+F+G8JnhRZtvccy5y1K74goguq6BSf6Ncuc3rBoJf30xn151/a8sraFtZ
UR4rv+eqjQye=
Connection: Keep-Alive
Host: www.websiteXYZ.com
HTTP/1.0 200 OK
Content-Length: 16485
Content-Type: text/html
<html><head><title>WebsiteXYZ</title>
...
Sending the permission as part of a URL

http://www.website_xyz.com/resource/?Vchain=50U+F6ol1MM3zRmZs6QRKxh1UE3ar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END
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END
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1403
PROVIDE ACCESS TO SERVICE
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END
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STORE IDENTITY & KEY INFORMATION IN A DELEGATION DEVICE

DISTRIBUTE PERMISSION OVER PAN (DIGITAL SIGNATURE) TO ACCESS SERVICE AND AUTHORITY TO FURTHER DELEGATE

END
METHOD FOR AUTOMATICALLY GENERATING LIST OF MEETING PARTICIPANTS AND DELEGATION PERMISSION
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BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention is directed generally to methods and systems for managing access to services and, more particularly in some embodiments, to methods and systems for managing access to services utilizing a personal area network to ensure security of the services.

2. Description of the Background

The Internet in general, and the World Wide Web in particular, provide an excellent capability for distributing information widely. However, information that needs to be distributed in a controlled manner on the Internet must be placed under an access control system. Such systems require careful management to preserve adequate security. One prior art method for attempting to preserve such security is to protect access through use of passwords. However, passwords are often forgotten or exposed, thereby making management of passwords cumbersome and insecure. Another prior art method for attempting to preserve such security is to base access on public keys. However, this method assumes a satisfactory (i.e., secure) method for distributing the public keys; to do so over the Internet is cumbersome. Thus, there exists a need for a method and system for preserving adequate security of information to be distributed under these circumstances.

Personal Digital Assistants ("PDAs") are one type of mobile computer that provide small size and weight by accepting constraints on other features. Such limits involve size and quality of display, size and speed of memory, processing speed, longevity and expense of power supply, nature and quality of data entry facilities, and availability and quality of network connectivity. Personal area networking ("PAN") is a family of networking technologies that can be used for wireless communication in the vicinity of an individual carrying a mobile computer with PAN capabilities. Many PDAs currently provide PAN using infrared light.

While PDAs are convenient at meetings for keeping notes, to-do lists, calendar events, and updating contact lists, they are limited in their ability to carry and transmit content and other services. A large document may not fit within the memory in a PDA. Available network connectivity may be inadequate to convey the document in a reasonable amount of time. Limits on PDA screen size may make the receiving device unsuitable for viewing the document. Moreover, it is often useful to provide network content distribution service functions more general than document access, and PDAs are inappropriate for providing most services of this kind. Thus, there exists a need for a system that capitalizes on the strengths of PDAs but also accounts for their shortcomings.

BRIEF SUMMARY OF THE INVENTION

The present invention solves the problems encountered by the prior art systems and methods. PDAs or other devices with PAN capabilities provide an avenue of secure distribution of information since they can be used in face-to-face meetings where certain security considerations can be addressed by personal presence. Using such devices and PAN to pass pointers (such as URLs or URIs) to content and services rather than the content and services themselves can address the problems present in the prior art. That is, these devices can be used to pass information at meetings about how to obtain desired content and services on the public Internet or other network. This will even enable content that does not yet exist (meeting minutes, for example) or is changing over time to be adequately communicated at the time of the meeting. The content and services can be obtained by the device itself if its connectivity and viewing capabilities are adequate, or they can be obtained with a more capable system (like a desktop workstation) that gets pointers from the device by docking synchronization or other communication. This approach can simultaneously address security concerns by passing PAN to contain credentials along with pointers to content and services. A method and system for accomplishing this with robust security and modest management overhead will facilitate secure and convenient distribution of sensitive content and services.

The present invention is directed to a method and system of automatically generating a list of participants physically present at a meeting, and distributing permission to the participants. During the meeting, identity and key information is collected from at least one participant using at least one first personal area network. The identity and key information is stored in a delegation device. After the identity and key information is stored, permission to access services is distributed to one or more of the participants over at least one second personal area network using the delegation device. The permission is represented using a digital signature. The first personal area network and the second personal area network may be the same or different. In some aspects of the invention, the delegation device comprises a personal digital assistant. In other aspects of the invention, the permission comprises the authority to delegate one or more further permissions to subsequent delegates via electronic mail or otherwise. The first and second personal area networks may comprise two or more devices that transmit data by infrared light waves or two or more devices that transmit data by digital short-range radio waves.

The present invention is also directed to a graphical user interface on a delegation device. The graphical user interface includes an access control matrix. The access control matrix includes one or more subject display areas for displaying subject information regarding one or more subjects physically present at a meeting and from whom identity and key information has been collected using at least one first personal area network. The identity and key information is stored on the delegation device. The access control matrix also includes one or more object display areas for displaying object information regarding one or more permissions to access services, for example, related to accessing content or acting a device, represented by a digital signature. The permissions are distributed to the one or more subjects over at least one second personal area network using the delegation device. The access control matrix further includes one or more association display areas for displaying association information of the one or more subjects to the one or more permissions. In some aspects of the invention, the one or more association display areas comprise one or more access control display areas and, in other aspects of the invention, the one or more association display areas comprise one or
more capabilities display areas. The first personal area network and the second personal area network may be the same or different. The delegation device, in some aspects of the invention, comprises a personal digital assistant.

The present invention is further directed to another type of graphical user interface on a delegation device. The graphical user interface includes one or more movable subject icons representing one or more subjects physically present at a meeting and from whom identity and key information has been collected using at least one first personal area network. The identity and key information is stored on the delegation device. The graphical user interface further includes one or more movable object icons relating to one or more permissions to access services, for example, related to accessing content or actuating a device. The permissions, represented by a digital signature, are distributed to the one or more subjects over at least one second personal area network using the delegation device. The subject icons are associated with the object icons by physically associating the two together. The first and second personal area networks may be the same or different.

The present invention solves problems associated with the prior art by providing a method for managing access to services under an access control system while preserving adequate security. Those and other advantages and benefits of the present invention will become apparent from the detailed description of the invention herein below.

BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings, wherein like referenced numerals are employed to designate like parts or steps, are included to provide a further understanding of the invention, are incorporated and constitute a part of this specification, and illustrate embodiments of the invention that together with the description serve to explain the principles of the invention.

In the drawings:

FIG. 1A illustrates a message sequence chart of a preferred embodiment of the present invention.

FIG. 1B illustrates a message sequence chart relating to the delegation of a permission in accordance with a preferred embodiment of the present invention.

FIG. 1C illustrates an exemplary data structure for a permission chain.

FIG. 1D illustrates a series of exemplary permission chains.

FIG. 2A illustrates a system of one embodiment of the present invention.

FIG. 2B illustrates a portion of the system of a preferred embodiment of the present invention.

FIG. 2C illustrates a system of an alternate embodiment of the present invention.

FIG. 3A illustrates an example of a personal area network.

FIG. 3B illustrates an example of an alternative personal area network.

FIG. 4 illustrates an example of a PDA.

FIG. 5 illustrates an example of an access control matrix displayed on a graphical user interface of a delegation device used in accordance with one embodiment of the present invention.

FIG. 6 illustrates an example of a graphical user interface of a delegation device using movable icons to assist in delegation of permissions, in accordance with one embodiment of the present invention.

FIG. 7 illustrates an example of a permission embedded in a header of an HTTP request for a web page.

FIG. 8 illustrates an example of a permission embedded in a cookie within an HTTP request.

FIG. 9 illustrates an example of a permission embedded in a URL.

FIG. 10 depicts a flow chart of a method for managing access to services in accordance with a preferred embodiment of the present invention.

FIG. 11 depicts a flow chart of a method for managing access to services in accordance with a preferred embodiment of the present invention.

FIG. 12 depicts a flow chart of a method for controlling access to services in accordance with a preferred embodiment of the present invention.

FIG. 13 depicts a flow chart of a method for controlling access to services in accordance with a preferred embodiment of the present invention.

FIG. 14 depicts a flow chart of a method for managing access to services in accordance with a preferred embodiment of the present invention.

FIG. 15 depicts a flow chart of a method for expediting delegation of at least one permission in accordance with a preferred embodiment of the present invention.

FIG. 16 depicts a flow chart of a method of managing access to services in accordance with a preferred embodiment of the present invention.

FIG. 17 depicts a flow chart of a method of automatically generating a list of participants physically present at a meeting and distributing permission to the participants, in accordance with a preferred embodiment of the present invention.

DETAILED DESCRIPTION

Reference will now be made in detail to the preferred embodiments of the present invention, examples of which are illustrated in the accompanying drawings. It is to be understood that the figures and descriptions of the present invention included herein illustrate and describe elements that are of particular relevance to the present invention, while eliminating, for purposes of clarity, other elements.

Those of ordinary skill in the art will recognize that other elements are desirable and/or required in order to implement the present invention. However, because such elements are well known in the art, and because they do not facilitate a better understanding of the present invention, a discussion of such elements is not provided herein.

The systems and methods disclosed herein relate to managing and controlling access to services. Such services may involve the delivery of content (referring broadly to any object, data, documents, files, directories, text, software, computer applications or other information). In addition, and by way of example, such services may involve actuating a device that, for example, turns on an engine or opens a lock. The services may be requested directly or indirectly through use of, for example, a mobile computer such as a PDA.

FIG. 1A depicts a message sequence chart that provides an overview of the sequence of steps for managing access to a service in accordance with one embodiment of the present invention. In step 101, an object or other information relating to the service is transferred through use of publishing device 107 (such as, for example, a personal computer) to distribution device 108 (for example, a computer server such as a web server). This step may be performed by, in one
example, the delector or someone associated with the delector. Distribution device 108 is connected to publishing device 107 via a computer network, such as a local area network ("LAN"), a wide area network ("WAN"), or the Internet.

In step 102, publishing device 107 and delegation device 109 (such as a PDA) are synchronized, which includes the transfer of data relating to the service from publishing device 107 to delegation device 109. Such data may be a resource, such as a file or directory name or URL, that provides the location of the service or information relating to the service on distribution device 108.

In step 103, a delegation delegates, using delegation device 109, a permission to a delegatee, using delegation receiving device 110. In the preferred embodiment, the permission provides the delegatee with authority to access the service and/or the authority to delegate additional permissions to one or more subsequent delegatees. In the preferred embodiment, the delegation of the permission occurs over an ad hoc network in a personal area network (typically, though not necessarily, within one room) while physical presence exists between the delegate and the delegatee. An ad hoc network refers to any network that is formed by two or more mobile computers that come into contact with each other. Such a network is formed without use of a base station and without a preconfigured infrastructure. For example, one or more delegators may attend a meeting with one or more potential delegatees at which each individual is physically present. Each delegator will have a delegation device, such as a PDA, and each delegatee involved in the exchange will have a delegation receiving device, such as a PDA or laptop computer. Verification of each delegation is performed by virtue of such delegatee's physical presence within the personal area network.

In step 104, delegation receiving device 110 is, in some embodiments, synchronized with receiving device 111. This step data representing the permission delegated to the delegatee in step 103 on delegation receiving device 110 is synchronized with data on receiving device 111.

In step 105, receiving device 111, such as a personal computer, makes a request, electronically via a computer network (different from the personal area network referred to with reference to step 103), to distribution device 108 (which has stored and/or has access to the service or information relating to the service placed by publishing device 107 in step 101), to view and/or access the service or related information. The request may include data representing the identity/location of the service or information relating to the service (such as a file or directory name or URL), credential information, including the identity and public key information of the requestor (used for authentication), and the nature and extent of the permission delegated (used for authorization). The credential information may be supported using secure socket layer ("SSL") protocol. Distribution device 108 reviews the request, including the credential information, and determines whether the requestor is entitled to access the service. Access will be provided if, in one example, it is determined that the requestor has the private key required to access the service.

If distribution device 108 determines that the requestor is entitled to access the service, in step 106, the distribution device 108 provides the receiving device 111 with access to the service over a computer network (in one embodiment different from the personal area network referred to in step 103).

FIG. 2A provides an overview of the system of a preferred embodiment of the present invention. The system 200 includes publishing system 201. In the preferred embodiment, publishing system 201 comprises one computer but may, in some embodiments, comprise more than one computer. Publishing system 201 includes, for example, publishing device 107 in FIG. 1A. System 200 also includes distribution system 240, which in some embodiments comprises one computer and in other embodiments comprises more than one computer. Distribution system 240 includes, for example, distribution device 108 in FIG. 1A. The publishing system 201 includes database 203, for storing information relating to the service to be transferred to web server 220 using, for example, publisher 202. Publisher 202 may be used to select resources (e.g., names of files or directories or URLs associated with service) that the user may want to delegate. The selected resources may be stored in permission database 207. Permissions previously delegated to the user may also be available for selection and storage in permission database 207. Thus, publisher 202, includes resource manager 202A, which interfaces with web server 220, and permission manager 202B, which interfaces with permission database 207.

Distribution system 240 includes administrative server 218, which, in some embodiments, performs systems administration functions, such as allowing users to open accounts; revoking permissions if, for example, a key is compromised; and allowing a systems administrator to review logs.

Also included in distribution system 240 is distribution database 219. Information relating to the service, which is published via publishing system 201 and stored in database 203, may also be transmitted to distribution system 240 via publishing link 281 to web server 220 and stored in distribution database 219. This activity corresponds to step 101 shown in FIG. 1A. In some embodiments, web server 220 is not a server accessible over the Internet but is, instead, accessible over a LAN or an intranet. Distribution system 240 also includes access control server 221, which controls access to the service. Access control server 221 accesses access control database 222 to determine whether to provide access to the service by checking the validity of the delegation chain, as discussed in more detail with reference to FIGS. 1C and 1D below. Access control server 221 is coupled with log/audit server 223, which creates and stores a record of access activity.

With further reference to FIG. 2A, publishing system 201 includes desktop permission manager 204, public key database 205, delegation database 206 and permission database 207, which electronically manage data representing credential information relating to permissions. In particular, desktop permission manager 204 allows permissions to be validated via electronic mail from publishing system 201. Public key database 205 holds information relating to public keys and permission database 207 holds information relating to permissions or chains of permissions. Delegation database 206 holds miscellaneous information such as working data (i.e., intermediate computations) and log information.

Publishing system 201 also includes synchronization manager 208, which allows for synchronization of certain data related to public keys, delegations, permissions and generated data (to be used in connection with creating an electronic signature). Synchronization manager 208 includes public key database synchronization module 208A, delegation database synchronization module 208B, permission database synchronization module 208C and signature pregenerator module 208D. Synchronization manager 208 electronically synchronizes, by way of synchronization network 290, public key database 205, delegation database 206, and permission database 207 of the publishing system 201.
with public key database 209, delegation database 210, and permission database 211, of mobile permissions manager 226, respectively. Synchronization network 230 may, in some embodiments, be created by placing mobile permissions manager 226 (such as a PDA) in a docking cradle that is connected electronically to publishing system 201 (such as a personal computer). With reference to FIG. 1A, such synchronization occurs in step 102 (with respect to synchronization between publishing device 107 and delegation device 109) and in step 104 (with respect to synchronization between delegation receiving device 110 and receiving device 111). In some embodiments, synchronization causes data stored in public key database 209, delegation database 210, and permission database 211 of mobile permissions manager 226 to be identical to corresponding data stored in public key database 205, delegation database 206, and permission database 207 of publishing system 201. Pregenerated data manager 270 may be filled by signature pregenerator module 208(1) as part of the synchronization process.

Mobile permissions manager 226 further comprises public key database manager 213, delegation database manager 214, permission database manager 215 and pregenerated data manager 270, each of which manages portions of the data representing credential information relating to permissions. In particular, each manager interfaces to manage its respective database when an operation must be performed with respect to each such database. Public key database manager 213, delegation database manager 214, permission database manager 215 and pregenerated data manager 270 of mobile permissions manager 226 are coupled to communications mechanism 217, which allows the user to receive output from another delegation device (such as remote device 228) and provide input to other delegation receiving devices (such as remote device 228). Communications mechanism 217 is a digital data interface (for example, an infrared port or other antenna) that allows for wireless electronic communication with other delegation devices. In addition, public key database manager 213, delegation database manager 214, and permission database manager 215 are coupled to user interface 216, which allows a user to view and control certain activities occurring within mobile permissions manager 226. Pregenerated data manager 270 may, in some embodiments, be coupled to user interface 216. Thus, a delegator who wishes to delegate a permission may do so by way of system 200. The delegator may define who may access the services at publisher 202, this may be, in an exemplary embodiment, a specific individual or any individual that requests access and has the specified private key corresponding to the appropriate public key. Information transferred by way of publisher 202 via publishing link 281 and stored at web server 220 (corresponding to step 101 of FIG. 1A). Data representing the resource corresponding to this service (i.e., its name or a URL or URI associated with it) is transferred by publisher 202 to permission database 207 and is synchronized to permission database 211 by permission database synchronization module 208C (corresponding to step 102 of FIG. 1A).

Permission database manager 215 may then obtain the data representing the resource from permission database 211, which is then ready for use in delegating a permission to remote device 228, as described with reference to FIG. 1B.

FIG. 1B is a message sequence chart of one embodiment of the present invention that provides more detail of step 103 shown in FIG. 1A. In particular, FIG. 1B describes one manner in which a permission is delegated by mobile permissions manager 226 to remote device 228 by way of delegation link 260 within personal area network 250. The delegator selects the resource he or she is interested in delegating to the delegator by way of user interface 216. In step 130, delegation device 109 electronically queries delegation receiving device 110 for its public key. In step 135, delegation receiving device 110 provides its public key. With reference to FIG. 2A, focusing on the role of the delegator as mobile permissions manager 226, the public key is received from remote device 228 over communications mechanism 217 on mobile permissions manager 226. The delegator then uses its own private key, together with data in the pregenerated data buffer 212 to create a digital signature indicating that the key of the delegator should receive access to the selected resource. In step 140, the permission (represented by the digital signature and including the resource data) is transmitted electronically to delegation receiving device 110 (with reference to FIG. 2A, via communications mechanism 217 to remote device 228). In one embodiment of the system, this permission can have a form similar to ones defined in IETF RFC 2693, Simple Public Key Infrastructure Certificate Theory.

While the embodiment described with reference to FIG. 1B describes a digital signature being created through use of public/private key encryption techniques, other methods of creating a digital signature are within the scope of the present invention.

FIGS. 1C and 1D show an exemplary data structure and a series of exemplary permission chains, respectively, that may be used in accordance with one embodiment of the present invention. A permission chain is a sequence of permission links, each of which consist of a permission link component and a signature. The permission link component contains data that describes the permission, including the delegatee, the delegator, terms of the permission such as time limits, and other optional information. Each time a permission is delegated, the delegator constructs a new permission link and appends it to the permission chain. The signature cryptographically binds the identity of delegator to the existing permission chain and to the data in the new permission link component.

In a typical implementation, the permission chain is represented as an ASN.1 ("Abstract Syntax Notation One") sequence and encoded as an octet string using DER ("Data Encoding Rules") as shown in FIG. 1C. Each signature in a permission chain is computed using the NIST ("National Institute for Standards and Technology") DSS ("Digital Signature Standard") and is represented as a DER-encoded octet string of two ASN.1 integers (known as "r" and "s" in the DSS).

With reference to FIG. 1D, in order to construct permission chain 1 intended for delegation to a first delegatee, a first delegator encodes the appropriate permission in permission link component 3, and creates Signature 4 by signing content represented by DER octet string 5, which is the string from the beginning of permission chain 1 through the end of permission link component 3. Permission link component 3 must, in some embodiments, minimally consist of the public keys of the first delegatee and the first delegator, the URI or URL of the resource in question, and the boolean flags as indicated in the permission link component definition.

To construct permission chain 6 intended for delegation to a second delegatee, the first delegatee, now the second delegator, encodes the appropriate permission in permission link component 8, and creates Signature 9 by signing content represented by DER octet string 10, which is the string from
permission chain 1 through permission link component 8. Permission link component 8 must minimally consist of the public key of the second delegate. Other data in permission link component 8 is optional but must represent the same or less permission as presented in the previous chain, permission link component 3.

The second delegate, now the third delegator, uses the same technique to construct permission chain 11 for delegation to the third delegator.

To gain access to a resource identified in permission link components 13, 8, and 3, the third delegator must present permission chain 11 to the appropriate authority and prove to the authority that he or she holds the private key that corresponds to the public key indicated in permission link component 13. The authority must also validate the authenticity of permission chain 11 before granting access to the resource.

To validate the authenticity of permission chain 11, the authority must verify signatures 4, 9, and 14 against content 5, 10, and 15, respectively. The verification process will determine if the private key corresponding to an appropriate public key was used to sign the content in question. The appropriate public key for a signature is the delegee (subject) public key indicated in the previous permission link component. If there is no previous permission link component, then the appropriate public key is the delegator (source) public key indicated in the current permission link component. Therefore, the appropriate public key for signature 14 is the subject public key in permission link component 8. For signature 9, it is the subject public key in permission link component 3. For signature 4, it is the source public key in permission link component 3.

Next, the authority must verify that the permission data (such as the URL or URI, delegee, read, write, and time range) presented in each permission link component represents the same or less permission as such presented in the previous permission link component. For example, in a typical implementation, if the URL in permission link component 3 is http://company.com/resource, and the URL in permission link component 8 is http://company.com/resource/subresource, then the authority will determine that the URL in permission link component 8 represents less permission than the URL in permission link component 3, since access to http://company.com/resource implies access to http://company.com/resource/subresource. The rules defining implied access may vary in other embodiments of the invention.

Finally, the authority must verify that the delegator (source) public key indicated in the permission link component 3 has permission to delegate access to the resource identified by permission chain 11. This permission information is typically accessible to the authority via means other than the permission chain itself. For example, the source public key may be listed in an ACL ("Access Control List") in a database accessible to the authority.

Given that the creation of a digital signature requires calculation of parameters that are the result of modular arithmetic and exponentiation of very large numbers, in some embodiments, the delegator may wish to pregenerate certain data relating to the digital signature, rather than generating such data on the mobile permissions manager 226 at the time the delegator seeks to delegate the permission. Generating such data on the mobile permissions manager 226 may be time consuming given that it is a constrained device (i.e., slow speed, little memory etc.). Such activities can be performed more efficiently on, for example, a personal computer. These pregenerated values represent at least a portion of data required to create a digital signature. They typically consist of the values referred to as "r", "k", and the "k'-th", in the DSA standard, FIPS 186-2, Section 4, and can be generated as described in FIPS 186-2, Appendix 3.2. Multiple sets of these parameters, one set per digital signature, can be generated by the signature pregenerator module 208D during synchronization with the mobile permissions manager 226, without prior knowledge of the service to which a signature will eventually be applied. The data does not need to be stored in synchronization manager 208 except in a temporary buffer during the brief time period after generation and before synchronization. Data representing the pregenerated values can be synchronized by way of signature pregenerator module 208D of synchronization manager 208 with mobile permissions manager 226 and stored in pregenerated data buffer 221. Then, upon the performance of a DSA signature operation on mobile permissions manager 226 using pregenerated data manager 270, the digital signature can be completed and the permission delegated.

Remote device 228, on which the permission has been stored, may then be used to gain access to the service. This similarly can be shown with reference to FIG. 2A and, in doing so, remote device 228 shall be referred to as mobile permissions manager 226.

Thus, a device, such as mobile permissions manager 226, on which a permission has been stored, for example in permission database 211, can be used in connection with accessing services. Mobile permissions manager 226 is synchronized with publishing system 201 (for example, a personal computer) such that data representing the permission in permission database 211 can be synchronized with data stored in permission database 207 by permission database synchronization module 208C (corresponding to step 104 in FIG. 1A).

Once synchronized, viewer 224 of publishing system 201 can be used to make a request (electronically) by way of browser 225 to access the service (corresponding to step 105 in FIG. 1A). Viewer 224 may comprise a plug in or helper object on browser 225 that allows a user to view web pages. Viewer 224 also supplies credential information (including permission to access the service), for example, as a header of an http request for a web page associated with a URL supplied to the browser. In alternative embodiments, the credential information is supplied by the viewer in a cookie within an http request or, in still other embodiments, as part of the URL. Other suitable alternatives are likewise within the scope of the present invention. The request is transmitted over request link 282 and received at web server 220 of distribution system 240. The request is then transmitted by web server 220 to access control server 221. Access control server 221 queries access control database 222 to determine whether the permission is acceptable. If the permission is acceptable, distribution system 240 will allow browser 225 to access the service (corresponding to step 106 in FIG. 1A). If the permission is not acceptable, distribution device 202 will not allow browser 225 to access the service.

In some embodiments, in addition to or in lieu of seeking to obtain access to the service, the delegator delegates permission obtained from the delegator to a subsequent delegator. This may be accomplished using PAN or, in alternative embodiments, may be accomplished by sending the permission via electronic mail using desktop permission manager 204.

In one example in which the present invention may be utilized, the delegator may attend a meeting with individuals
to whom the delegator wishes to provide access to a service. For example, the delegator may have created confidential documents related to a business transaction. Alternatively, the delegator may be in charge of assembling particular documents relating to a business transaction. In this alternative scenario, the delegator has not necessarily created the content himself or herself but, instead, has permission to access content created by others. Upon physically meeting with associates involved in the business transaction, the delegator may wish to allow the associates to have access to such documents. In this example, each of the meeting participants participating in the exchange has a device capable of creating a PAN, such as a PDA. The delegation device may be any device, such as a mobile computer, that is capable of creating an ad hoc network with another device and that has the ability to control delegation, including delegating electronic permissions. Thus, for example, a cellular telephone that has PAN capabilities could serve as a delegation device or a delegation receiving device.

As shown with reference to FIGS. 3A and 3B, one or more PANs may serve to communicate the delegations. With reference to FIG. 3A, delegator 303 and delegates 302 each have a PDA, delegating device 305 and delegation receiving device 306, respectively. In this example, data is transferred between delegating device 305 and delegation receiving device 306 by infrared light waves and the PAN is created by physically pointing these devices toward each other. An ad hoc network is created within the PAN. If delegator 303 were to want to create a PAN with delegate 320 (having delegation receiving device 321), delegate 303 would have to tear down the PAN created with delegate 302 and physically point delegation device 305 at delegation receiving device 321. Thus, in the scenario described with reference to FIG. 3A, several digital networks may exist over a period of time.

With reference to FIG. 3B, delegator 307 and delegates 308, 309 and 310 each have a PDA, delegation device 311 and delegation receiving devices 312, 313 and 314, respectively. In this example, data is transferred among delegation device 311 and delegation receiving devices 312, 313 and 314 by short-range radio waves (e.g., Bluetooth or wireless LAN technology). Each of delegation device 305, and delegation receiving devices 312, 313 and 314 (all within range of one another) are capable of forming one PAN and communicating with each other simultaneously. Thus, for example, there would be no need for delegator 307 to tear down a PAN with delegate 308 to establish a PAN with delegate 309.

FIGS. 3A and 3B describe only two scenarios in which PANs may be created. One skilled in the art will recognize that many variations of PANs could be created using different types of technology, all of which are within the scope of the present invention. Thus, by way of example and not limitation, the transmission of data may be by infrared light waves, short-range radio waves or any other means in which one or more PANs are created.

Thus, with reference to FIG. 3A, identity and key information is obtained by delegation device 305 from delegation receiving device 306. Then, one or more permissions relating to the service may be delegated from delegation device 305 to delegation receiving device 306 over wireless link 325. The permission may be permission to access the service, with or without a time duration, and/or may include permission to delegate one or more further permissions to one or more subsequent delegates (via e-mail or otherwise), with or without a time duration. If delegator 303 were to want to delegate a permission to delegate 320, delegator 303 would have to create a new PAN with delegate 320, through their respective devices, in order to accomplish this.

In some embodiments, the delegator verifies the identity and key information through physical presence of the delegator and, in addition, may do so through a third party verification service, such as VeriSign. In other embodiments, physical presence of the delegates is the only verification method. In an alternate embodiment, key information is received from a delegate over a computer network. A hash of the key is taken and the hash is verbally confirmed with the delegate to ensure that the key has been correctly delivered to the delegator from the delegate. Permission to access the service is delegated by a delegator to the delegate, wherein the permission is represented using a digital signature. After that, the delegate is provided access to the service.

FIG. 4 shows an exemplary delegation device 401 (in this case, a PDA) through which a permission may be transmitted to, for example, another PDA or lap top computer via infrared light waves over IR port 402. Delegation device 401 includes a graphical user interface ("GUI") 403 (corresponding to user interface 216 in FIG. 2A).

Delegation device 401 may, in some embodiments, include a receiver that is capable of processing global positioning system ("GPS") signals. In this embodiment, data relating to the location of the delegation device (identified by the GPS receiver) at the time the permission is delegated to the delegate may be bound to the permission in the manner described, for example, with reference to FIG. 10.

An exemplary embodiment of an authorization system that includes this functionality is shown with reference to FIG. 2B. FIG. 2B shows remote device 228 and mobile permissions manager 226, in communication via delegation link 260, as shown in FIG. 2A. In addition to public key database 209, permission database 211, pregenerated data buffer 212, public key database manager 213, permission database manager 215, and pregenerated data manager 270 (not shown in FIG. 2B for purposes of clarity), and delegation database 210 and delegation database manager 214 (shown in FIG. 2B), the mobile permissions manager contains GPS buffer 265 and GPS receiver 266. GPS receiver 266 periodically receives signals from GPS sender 267 (which is, in one embodiment, one or more satellites) indicating the location of GPS receiver 266 and, thus, the location of mobile permissions manager 226. Data representing the location of mobile permissions manager 226 is stored in GPS buffer 265. Upon creating a permission to be delegated, delegation database manager 214 consults GPS buffer 265 to obtain data representing the most recent location information obtained by GPS receiver 266 from GPS sender 267. This data representing the location information is bound to the permission delegated. In the instance in which the permission is delegated outdoors, the most recent location information may be the location of the permission at the time GPS buffer 265 is consulted. However, if the delegation is performed within a building, the most recent location information may be the location of mobile permissions manager 226 prior to the time it entered the building.

The embodiment of the present invention in which mobile permissions manager 226 includes GPS functionality has many advantages. One advantage of this embodiment is that the delegator may control access to services based on the location at which the permission was delegated. By way of example, the delegator may revoke one or more permissions delegated at a particular location. Another advantage is that
delegation information may be monitored based on the location at which the permission was delegated. For example, for marketing purposes, a delegatee may want to determine the locations at which permissions are being delegated. In another example, a delegatee may want to determine the locations at which certain permissions were delegated to determine whether such delegations comply with certain legal restrictions or requirements.

In one particularly advantageous embodiment of the present invention, a list of participants physically present at a meeting may be generated, and permission distributed to the participants, automatically. For example, with reference to FIG. 3A, during the meeting, identity and key information is collected by delegatee 303 from delegatee 302 using the PAN created by delegation device 305 and delegation receiving device 306. Subsequently, delegate 303 may create a PAN with delegatee 320 using delegation device 330 and delegation receiving device 321 and collect identity and key information. In an alternate embodiment, with reference to FIG. 3B, delegatee 307 collects identity and key information from each of the delegates 308, 309, and 310 over the PAN created by delegation device 311 and delegation receiving devices 312, 313, and 314. Thus, delegation device 305 (with reference to FIG. 3A) and delegation device 311 (with reference to FIG. 3B) serve as a collection device for collecting identity and key information. Any device capable of creating a PAN and controlling delegation of permissions may be used in accordance with the present invention. The collection device may then generate a list of participants present at the meeting (including their identity and key information) and distribute it to each participant. The collection device may then create one or more permissions and distribute such permissions to one or more of the participants. The collection/distribution device 305 and 311 may also have a GUI for displaying the interfaces as described with reference to FIGS. 5 and 6 below.

There are various ways to identify permissions to be delegated to various delegatees and permissions previously delegated to delegatees during a meeting such as that described with reference to FIGS. 3A and 3B. For example, in one embodiment of the present invention, the delegation device, such as that shown with reference to FIG. 4, includes GUI 403.

GUI 403 may be capable of displaying an access control matrix, such as that shown with reference to FIG. 5. Access control matrix 500 includes one or more subject areas 501 for displaying delegatee information regarding one or more delegatees physically present at a meeting and from whom identity and key information has been collected using one or more personal area networks, as discussed with reference to FIG. 3A. The identity and key information may be stored on the delegatee’s delegation device. Access control matrix 500 further includes object display areas 502 for displaying object information. The object information relates to one or more permissions that have been or will be delegated to one or more delegatees over one or more personal area networks using the delegation device. Thus, the object information may be a resource, such as a name of a file or directory or a URL or URI. The object may also be a permission previously delegated to the delegatee, which the delegatee may then delegate to another. Access control matrix 500 further includes one or more association display areas 503 for displaying association information. The association information includes the manner in which one or more of the objects are associated with one or more of the objects. Association display areas 503 may, in some embodiments, comprise access control display areas 504 and/or capabilities display areas 505. Thus, in the example shown with reference to FIG. 5, delegatees 1 and 4 are to be given permission pertaining to object 1; delegatee 2 is to be given permission pertaining to object 2; and delegatee 3 is to be given permission pertaining to object 1.

With reference to FIG. 6, in an alternative embodiment, interface 600 of delegation device (such as GUI 403 shown with reference to FIG. 4) includes one or more movable subject icons 601, which represent one or more delegations physically present at a meeting and from whom identity and key information has been obtained and stored in the delegation device. In addition, interface 600 contains one or more movable object icons 602, which represent one or more permissions to access services. Each object (represented by an object icon 602) is associated with a particular delegate (represented by a subject icon 601) by physically associating the particular object icon 602 with the particular subject icon 601. This may be accomplished, in one exemplary embodiment, by clicking on a subject icon 601 and dragging it to an object icon 602. After an object icon 602 is associated with a particular subject icon 601, in the preferred embodiment, both the object icon 602 and the subject icon 601 remain, thereby subsequently allowing the particular object icon 602 to be associated with other subject icons 601 and vice versa. Other manners of physically associating the icons will be known to those skilled in the art and are within the scope of the present invention.

In the preferred embodiment, once a delegatee has obtained permission and the permission has been stored on, for example, the delegatee’s PDA, the delegatee may synchronize its PDA with its personal computer, thereby transmitting data representing the permissions to the personal computer, as described above with reference to FIG. 2A. A request can then be made to access the service via the personal computer over a computer network.

The request includes certain credential information that is required in order for the requester to be permitted access to the service. The credential information may include identity and key information and permission information relating to the service. The credential information may be transmitted by various credential transmission mechanisms. The credential transmission mechanism must be capable of sending the credentials from the browser to the web server. In the preferred embodiment, the credential information is sent as part of a header within an HTTP request. FIG. 7 provides an example of a permission embedded in the header of an HTTP request for a web page. In an alternative embodiment, the credential information is sent as part of a URL. FIG. 10 illustrates an example of a permission embedded in a cookie. In still another embodiment, the credential information is sent as part of a URL. FIG. 10 illustrates an example of a permission embedded in a URL.

Thus, for example, with reference to FIG. 2A, as a requestor makes a request through browser 225 to access the service by supplying a URL, viewer 224 checks to see if it has any credential information corresponding to that URL. If it does, viewer 224 will add the credential information, for example, as part of a header of an http request for a web page, in a cookie within an http request or as part of the URL. The credential information is received by web server 220 and checked by access control server 221 in connection with access control database 222. It will be determined whether access is permitted.

Assuming the credential information is accepted, the delegatee is permitted to access the service, the service may be sent to the delegatee over a computer network. In the
preferred embodiment, this computer network used to access the service may be different from the personal area network, and may be, in some embodiments, a public network such as the Internet. In other embodiments, the computer network is a personal area network. In some instances, the delegates may be denied access to the service. This may occur if, for example, the permission granted by the delegator was limited in duration and the delegate attempted to access the service after the permission had expired. In another example, the delegator may have revoked permissions delegated at the location (identified, for example, by a GPS receiver) at which the delegate’s permission was delegated.

In some embodiments, the services that the delegate has received permission to access are related to the actuation of a device. For example, the delegator may seek permission from a delegator to open a door, thereby gaining access to a building, or to start a motor. With reference to FIG. 2C, the delegator using device 283 delegates permission to access the service to delegate via device 284. Devices 283 and 284 include mobile permissions manager 285 and 287, which are analogous or identical to mobile permissions manager 226 of FIG. 2A. The delegation is performed over a personal area network in the manner described with reference to remote device 228 and mobile permissions manager 226 of FIG. 2A and FIGS. 1A, 1B and 1D. Link 294 of FIG. 2C corresponds with delegation link 260 of FIG. 2A. Authenticator module 288 transmits the permission to communication interface 294 of controller system 291 over link 295, seeking access to the service. Communication interface 294 may be, in some embodiments, an IR port or Bluetooth antenna. Communication interface 294 communicates with controller 293, which determines whether to provide the delegate with access to the services. This authentication may be accomplished, in some embodiments, using a standard authentication protocol such as ISO/IEC9798-3. Assuming it is determined that the delegate has permission access to the service, controller 293 signals actuator 289 thereby triggering actuator 289 to perform the service, resulting in, for example, opening a door. Administration interface 292 is used for various administrative functions such as, for example, configuring root permissions or reviewing an access log.

It will be understood by those skilled in the art that the present invention can be used to control access to any number of different services, including obtaining access to services that involve control of any computerized device.

Having discussed the systems of and apparatus used in connection with the present invention, the methods of the present invention will now be discussed with reference to FIGS. 10–17.

With reference to FIG. 10, a method for managing access to a service is shown. In step 1000, permission is delegated to a delegate by a delegator. The permission is represented using a digital signature and includes authority to access the service and delegate one or more further permissions to one or more subsequent delegates. At least one delegation of permission occurs over a personal area network while physical presence exists between the delegator and the delegate. The personal area network may comprise two or more devices which transmit data by infrared light waves, or digital short-range radio waves. In some embodiments, in step 1010, one or more of the further permissions are delegated to one or more subsequent delegates via electronic mail or other means.

With reference to FIG. 11, a method for managing access to a service is shown. In step 1101, one or more permissions are delegated to a delegate by a delegator over at least one ad hoc network in a personal area network. The one or more permissions relate to the service and comprise authority to access the service and to delegate one or more further permissions to subsequent delegates. The permissions are represented using a digital signature. In step 1103, access to the service is provided to each permitted delegate over a second computer network that is different from the personal area network. In an alternate embodiment, in step 1102, first data comprising the one or more permissions on the delegation device is synchronized with second data on a receiving device. In another embodiment, in step 1104, one or more further permissions to subsequent delegates are delegated via electronic mail or other means. The personal area network may comprise two or more devices that transmit data by infrared light waves or short-range radio waves. The second computer network comprises a public network, such as the Internet. The delegation of permission may be performed by a personal digital assistant. The service may be accessed by a personal computer over the second computer network.

With reference to FIG. 12, a method for controlling access to a service is shown. In step 1201, identity and key information of a delegate is determined. In step 1202, permission is delegated to the delegate over a personal area network. The permission is represented using a digital signature and relates to the service. Steps 1201 and 1202 are performed by a delegator that verifies the identity and key information through physical presence of said delegatee. The permission may include permission to access the service and/or to delegate one or more further permissions to one or more subsequent delegatees. In an alternative embodiment, in step 1203, one or more of the further permissions are delegated to one or more subsequent delegatees via electronic mail or other means, such as transferring by disc. The permissions may be limited in duration. In some embodiments, in steps 1202 and 1202, the delegator verifies the identity and key information only through physical presence of the delegate.

With reference to FIG. 13, a method for controlling access to a service is shown. In step 1301, key information is received from a delegatee over a computer network. In step 1302, a hash of the key is taken and the hash is verbally confirmed with the delegatee. In step 1303, permission to access the service is sent by a delegator to the delegatee. The permission is represented using a digital signature. After that, the delegatee is provided access to the service in step 1304.

With reference to FIG. 14, a method for managing access to a service is shown. In step 1401, at least one permission is delegated to a delegate by a delegator, over at least one ad hoc network in a personal area network. The permission includes authority to access the service and to delegate one or more further permissions to subsequent delegatees and is represented using a digital signature. In step 1402, data representing credential information relating to the permission is received from at least one of said permitted delegatees via a credential transmission mechanism over a second computer network that is different from the personal area network. In step 1403, access to the service is provided to at least one of said permitted delegatees over said second computer network. The credential transmission mechanism may comprise including the data in a header of an http request for a web page, a cookie within an http request or a URL. The personal area network may comprise two or more devices that transmit data by infrared light waves or digital short-range radio waves.
With reference to FIG. 15, a method for expediting delegation of at least one permission over at least one personal area network via a delegation device is shown. In step 1501, pregenerated values representing at least a portion of data required to create a digital signature are created on one or more computers. In step 1502, the values are transferred to the delegation device. In step 1503, the values are used in creating a digital signature on the delegation device. In step 1504, the at least one permission is delegated by a delegator to a delegatee over the personal area network while physical presence exists between the delegator and the delegatee. The permission is represented using the digital signature and comprises authority to access a service. Step 1502 may, in some embodiments, include synchronizing the one or more computers with the delegation device. The delegation device may be a constrained device.

With reference to FIG. 16, a method for managing access to a service is shown. In step 1601, one or more permissions relating to the service are delegated via a delegation device. The delegation device includes a global positioning system receiver for determining a location of the delegation device at a time the delegation of one or more of the permissions occurs. In step 1602, the location may be used to control access to the service, such as revoking one or more of the permissions delegated at the location. Alternatively, in step 1603, the location is used to monitor delegation information, which may be used, for example, in connection with marketing objectives or legal requirements.

With reference to FIG. 17, a method for automatically generating a list of participants physically present at a meeting, and distributing permission to at least one of the participants is shown. In step 1701, during the meeting, identity and key information is collected from at least one of the participants using at least one first personal area network. In step 1702, the identity and key information is stored in one or more collection/distribution devices. After step 1702, in step 1703, permission to access the service is distributed to the at least one participant over at least one second personal area network using the one or more collection/distribution devices. The permission is represented using a digital signature. The first personal area network and the second personal area network may be the same or different. The one or more collection/distribution devices may be personal digital assistants. The permission may comprise the authority to delegate further permissions to subsequent delegates. The first personal area network and the second personal area network may comprise two or more devices that transmit data by infrared light waves or by digital short-range radio waves.

While the invention has been described in detail and with reference to specific embodiments thereof, it will be apparent to one skilled in the art that various changes and modifications can be made therein without departing from the spirit and scope thereof. Thus, it is intended that the present invention cover the modifications and variations of this invention provided they come within the scope of the appended claims and their equivalents.

What is claimed:
1. A graphical user interface on a delegation device comprising:
   one or more movable subject icons representing one or more subjects physically present at a meeting and from whom identity and key information has been collected using at least one first personal area network, which identity and key information is stored on the delegation device; and
   one or more movable object icons relating to one or more permissions to access a service wherein said permissions are distributed to said one or more subjects over at least one second personal area network using the delegation device and wherein said permissions are represented using a digital signature;
   wherein said subject icons are associated with said object icons by physically associating said subject icons with said object icons.
2. The graphical user interface of claim 1 wherein said first personal area network and said second personal area network are the same.
3. The graphical user interface of claim 1 wherein said first personal area network and said second personal area network are different.
4. The graphical user interface of claim 1 wherein the service comprises accessing content.
5. The graphical user interface of claim 1 wherein the service comprises actuating a device.
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