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a Defipiti in A
permissionChain ::= SEQUENCE OF permissionLink
permissionLink ::= SEQUENCE {

permissionLinkComponent permissionLinkComponent,
Signature QOCTET STRING

)

permissionLinkComponent ::= SEQUENCE {
Name OCTET STRING,

Uri OCTET STRING,
Description OCTET STRING,
Note OCTET STRING,

Version INTEGER,

Src_p INTEGER,

Src_q INTEGER,

Src_g INTEGER,

Src_pub INTEGER,
Src_x509cert OCTET STRING,
Src_email OCTET STRING,
Subj_p INTEGER,

Subj_q INTEGER,
Subj g INTEGER,

Subj_pub INTEGER,

Subj_ x509cert OCTET STRING,
Subj_email OCTET STRING,
Delegate BOOLEAN,

Read BOOLEAN,

Write BOOLEAN,

validFrom GeneralizedTime,
validTo GeneralizedTime

}

Fig. 10
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fkuwd{qg'i%n‘wnsg4@m as pactofo Neade u&MAﬁq,ay\\¥TTF7-R£Qplfsh
(See http://www ietf.org/rfc/rfc2616.1xt).

GET /resource/ HTTP/1.1

Accept: image/gif, image/x-xbitmap, image/jpeg, image/pjpeg,
application/vnd.ms-powerpoint, application/vnd.ms-excel,
application/msword, */*

Accept-Language: en-us

Accept-Encoding: gzip, deflate

User-Agent: Mozilla/4.0 (compatible; MSIE 5.01; Windows NT 5.0)
Vchain: 50U+F61lolMMJzRmZs6QNRhx1UE3artX4ax56AJdIxYR7dzyPNglg+cwEQzzjT+
v8ywbpyuugQvjluzsSSVDfkbje/C+NV8sLfp5d3eaTykzeP+siJx17wg3njzn2mLOnRKrXw
WuX6gW3gR762Vulz0ylwS9bZzSiu+ImN/SaHRS3eqBFPL7Ye01JzindjHB1046kLpiXB+Q
CloFRgsCmy5/JCrgvROLRW2rolgbuXgK8xKdybfSXPkJx4wlAGdIGAGAqQRYCOGFoXtyzpS
+bASvAt 2U0IMs sCXAKTWSbi+5UzuTbeX2xPIJwDsPvuevICZHVGWngJemvVUrH1DdhnMzY2F
2fTqeZ6sYAZCvsAIiCYghRB6£KSJIV/vj9CzFlvEyFPfYYHT50NHjMADr5qrvbSm4hK2GF2
IVPnyxYHWTafKHhbU2aQ5KFZbBGMwWIik fBRMVfsqz3hpKa5Pd+NZELIwQ4 FWI1WgrIzL+jw
LelCfDk2V4ASntsK+CFXBVGbU6dWpQYe2x0Bjat5yjbgYfXdz/vXENxJHOAL UYWL 4 ZNWKO+
UG78+E1lrtw2UoIUPuQoCpCXhSEMeaACc7gSKY2KfuY10FeCHZ00c16a4M82DUtE6JThrX60
fROBx90MxVNZul /MW2vbWNS6rCUvsw7B8zWpChy3V11bxTycfETg9WofZ3ut+bomL8WgchTd
/QPyHMaky37tXEhrjZxUkgdtI00A12kVaTDERIWBNhQYM3mzp4 8n8wCg8qH2JP78DSOQWC
HMolJQPmj faOxaCRSWESmhJGH) t TCpXx3GkLNINuZYq7thxYznGNJ2VgwUPpCQOppohcHmE
B1l7790¢Tc592t9kVBEA3MyeI /1 ZCPS5iW+VIPEa6hS5CWhqHDT3mvDXSAJ8WX66X1iIEIJmtzil
1Dpnt 0phJpCDAPYM2X02bJGrPnimSbUsaELOWAMmMt UyczySTDI 1pqj KMNUlyt 1HAmN25 1y
2+hHplkzgxxXKhill/JtC97X2GBbm7nlUnICG6sAbxg6l1BHX5sNs1TzWCh)jYhtF1MuCezT
Umf1LBgGPgh6Uv3oyUVoasRmsKi6qbgqweDdxX£ZD3uFR/1JNLUzwnt3/PJwt PJpJHI+S51a
/hkB9+alMzZXfSkMQaBpAE7 /BfzRHs+09fDTL+kBFdOOWOfvkToSAlfVFS9wiAJ0OhZt7q+e
GWkPi5SR0O+9/T710r 7wNvCINELRfsziq/v+8LM179yijCmOchAZTv09iA81 28900t zJdFX
1fE3vLOwmrP/61GSfqZhWc2Ho/m7FmgA9pJQVCRSVXXQOSWAZAPC3a75JxyoaBhHDxgluK
RaAF1xQboHeR129GQHoia%ucQORhrbIul0S2Z0A£] 930 ms2P3gR64Pw+EakfS+1Y0OYbauy9
Z+8bRf+GBINhRZIveyuSylRW74goqugs6BSf6NcuC3rBJhf30xnl151/a8SraFt zUR4rv+e
qjQyE=

Connection: Keep-Alive

Host: www.websitexyz.com

HTTP/1.0 200 OK

Content-Length: 16485

Content-Type: text/html

<html><head><title>WebsiteXY2</title>

Fle.77
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S@r\d\\r\gﬂkx permusgic as part of a “cookie” within an HTTP request
('q_q_p, http://www ietf.org/rfc/rfc2616.txt and http://www.ietf.org/rfc/rfc2109.txt).

GET /resocurce/ HTTP/1.1

Accept: image/gif, image/x-xbitmap, image/jpeg, image/pjpeq,
application/vnd.ms-powerpoint, application/vnd.ms-excel,
application/msword, */*

Accept-Language: en-us

Accept-Encoding: gzip, deflate

User-Agent: Mozilla/4.0 (compatible; MSIE 5.01; Windows NT 5.0)
Cookie: Vchain=50U+F61l01MMJzRmZs6QNRhx1UE3artX4ax56AJdIxYR7dzyPNglg+cw
EOzz3jT+vBywbpyuugQvjluZSSVDfkbje/C+NVBsLfp5d3eaTykzeP+siJx17wg3njzn2mL
OnRKrXwWuX6gW3gR762vulz0ylwS9bZzSiu+ImN/SaHRS3eqBFPL7Ye01JzindjH81046k
LpiXB+0CloFRgsCmy5/JCrgvRO1Rw2rolg6uXgK8xKdybfSXPkIx4wlA0d9GdGAgRYycOGF
oXtyzpS+bASvdt 2UIMs sCXAKTWSbi+sUzuTbeX2xPJwDsPvuevICZHVGwWngJemvVUrH1DD
hnMzYzFZ£fTqeZ65YAZCvsA1CYghRB6fKSJIJIV/v)9CzF1viyFPfYYH750NHjMdDr 5qrvbSm
4hK2GFZIVPnyxYHwTafKHhbU2aQ5KFZbBCGMWIikfBRMVEsqz3hpKaS5Pd+NZELIWQ4EFW1lWg
rIzL+jwLelCfDk2V4Snt sK+CFxBVGbU6dWpQYe2x0Bjat5yibgYfXdz/vXfNxjHoRLUYwWE
4ZNWKO+UG78+E1lrtw2UoIUPuQoCpCXh9EMeaACc7gSKY2KfuY10FeCHZ00c16a4M82DutE
6JhrX6UfRO8rI0mxVnZul/MW2vbWNS6rCUvsw78zWpChy3V1lbxTyofETq9WofZ23u+bomL
8WgchTd/QPyHMaky37tXEhrjZxUkgJtI0oA12kVaTDERIWBNhQYM3mzp48n8wlqg8qH2JP7
8DSOQWCHMo1JQPmT f aOxaCRSWE 9mhJIGHj t TOpXx3GkLN1INuZYq7tbxYznGNJ2VgwUPpCQOp
pohcWmEB17790cTc592t 9kV6A3Myel/1Z2CP5iW+VjPEa6hSCWhgHDT3mvDXSAJBWX66X1T
EJmtzi11Dpnt0phJpCDAPYM2X02bJGrPnimShlUsaELOWdMMtUyczy5TDI1pgjKMNUlyt1H
dmN2jly2+hBplkzgxxXKhilIl/JtC97X2GBbm7nlUnICG6sAbXxq61BHX5sNs1T2zWChjYhtF
1MuCezTUnf1LBgGPgh6Uv3oyUVoasRmsKibghqweDdxX £ZD3uFR/iINLUzwnt 3/PJwt Pdp
JHI+SIa/hkB9+alMZX fSkMQaBpAET7 /BfzRHS+09fDTL+kBFdOOW0O fvkTo9A1fVF99wiAJO .
hZt7q+eGWkPi5SRO+9/T710r7wNvCONELREfs2iq/v+B8LM179yjjCmOchAZTv09iA8128g0Q
otzjdFX1£fE3vLOwmrP/61GSfgZhWc2Ho/m7 FngA9pJQVCRSVXXQ0SWAZAPC3a75Jxyoash
HDxgluKRaAF1xQboHeR129GQHoia9%ucQORhrbIu0S20Af399QimszP3gQ64Pw+EakfS+1Y
QYbauY9%Z+8bRf+GBInhRZIveyuS5yl1RW74gogugs6BSE6NcuC3rBJhf30xn151/aB8SrafFtz
UR4rv+eqjQyE=

Connection: Keep-Alive

Host: www.websitexyz.com

HTTP/1.0 200 OK

Content-Length: 16485

Content-Type: text/html

<html><head><title>WebsiteXYZ</title>

6.9
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Sending $he germssien as part of a URL

http://www.websitexyz.com/resource/?Vchain=50U+F6101MMJzRmZs6QNRhx1UE3a
rtX4ax56AJdIxYR7dzyPNglg+cwEOzzjT+v8ywbpyuugQvjlu2SSVDikbje/C+NV8sLfp5d
3eaTykzeP+siJdx17wg3njzn2mLOnRKrXwiWuX6gW3gR76zVulzOylwS9bZzSiu+ImN/SaHRS
3eqBFPL7Ye01J32ind4jH81046kLpiXB+OCloFRgsCmy5/JCrgvRO1Rw2rolgbuXgKBxKaybf
SXPkJIx4wlA0d9GAGAgRYycOGFoXtyzpS+bASvdt2U0IMs sCXAKTwSbi+sUzuTbeX2xPIwDsPv
uevICZHVGwnqJdemvVUrH1DDhnMzYzFZfTqeZ6sYAZCvsRiCYghRB6fKOJIV/viOCzFiviyF
PfYYH750NHIMdDr5qrvbSmdhK2GFZIVPnyxYHwWTafKHhbU2aQ5KFZbBGMwIikfBRMVEsqgz3
hpKaSPd+NZELIWQ4FW1WgrIzL+jwLelCfDk2V4Snt sK+CFxBVGbU6dWpQYe2x0BjatS5yjbg
Y£Xdz/vXENXxjHoRiUYWwt 4 ZNWKO+UG78+E1lrtw2UoIUPuQoCpCXh9EMeaRCc7gSKY2Kfuy10
FeCHZ200c16a4MB82DUtE6ThrX6UfROBr30mMXxVNZud /M2 vbWNS6xCUvsw782zWpChy3V11bxT
yofETg9WofZ3u+bomL8WgchTd/QPyHMaky37tXEhrjZxUkgJt100A12kVaTDERIwBNhQYM3
mzp48n8wCgBgH2JP78DSOQWCHMo1JQPm] faOxaCR5WEIMhJGHjt TOpXx3GkLN1NuZYg7tbx
YznGNJ2VgwUPpCQppohcWmFB17790cTc592t 9kV6A3Mye I /1ZCP5iW+ViPEa6h5CWhgHDT3
mvDXSAIB8Wx66XiIEImtzillDpnt 0phJpCDAPYyM2X02bJGr PnimSbUsaELQWdMmtUyc2ySTD
IlpgqjKMNUlyt1HdmN2jly2+hHplkzgxxXKhilI/JtC97X2GBbm7nlUnICG6sAbxg61BHX5s
N51TzWChjYhtF1MuCezTUmf1LBgGPgh6Uv3oyUVoasRmsKi 6gbgweDdxX £ZD3uFR/iJINLUz
wnt3/PJwtPIJpJHI+SIa/hkB9+alMZXfSkMQaBpAET /BfzRHs+09fDTL+kBFdOOwOfvkTo %A
1fVF99wiAJOhZt 7q+eGWkPi5SRO+9/T710r 7wNvCONELREsZziq/v+8LM179y3iCmOchAZTY
09iA81i28gQotz)jdFX1fE3vLOWmMrP/61GSfgZhWc2Ho/m7 FmgA9pJQVCRSVXXQOSWAZAPC3a
15Ixyoca8hHDxgluKRaAF1xQboHeR129GQH01a9ucQORhrbIu0S20A£]99QimszP3gQ64 Pw+
EakfS+1YQYbauY9Z+8bRf+G8JIJnhRZIveyuSylRW74gogugs6BSf6NcuC3rBdhf30xnlsl/a
85raFtzUR4rv+eqiQyE=

Fig 9
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METHOD FOR AUTOMATICALLY
GENERATING LIST OF MEETING
PARTICIPANTS AND DELEGATION
PERMISSION

CROSS REFERENCE TO RELATED
APPLICATIONS

Not applicable.

STATEMENT REGARDING FEDERALLY
SPONSORED RESEARCH

Not applicable.
BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention is directed generally to methods
and systems for managing access to services and, more
particularly in some embodiments, to methods and systems
for managing access to services utilizing a personal area
network to ensure security of the services.

2. Description of the Background

The Internet in general, and the World Wide Web in
particular, provide an excellent capability for distributing
information widely. However, information that needs to be
distributed in a controlled manner on the Internet must be
placed under an access control system. Such systems require
careful management to preserve adequate security. One prior
art method for attempting to preserve such security is to
protect access through use of passwords. However, pass-
words are often forgotten or exposed, thereby making man-
agement of passwords cumbersome and insecure. Another
prior art method for attempting to preserve such security is
based on public keys. However, this method assumes a
satisfactory (i.e., secure) method for distributing the public
keys; to do so over the Internet is cumbersome. Thus, there
exists a need for a method and system for preserving
adequate security of information to be distributed under
these circumstances.

Personal Digital Assistants (“PDAs”) are one type of
mobile computer that provide small size and weight by
accepting constraints on other features. Such limits involve
size and quality of display, size and speed of memory,
processing speed, longevity and expense of power supply,
nature and quality of data entry facilities, and availability
and quality of network connectivity. Personal area network-
ing (“PAN”) is a family of networking technologies that can
be used for wireless communication in the vicinity of an
individual carrying a mobile computer with PAN capabili-
ties. Many PDAs currently provide PAN using infrared light.

While PDAs are convenient at meetings for keeping
notes, to-do lists, calendar events, and updating contact lists,
they are limited in their ability to carry and transmit content
and offer other services. A large document may not fit within
the memory of a PDA. Available network connectivity may
be inadequate to convey the document in a reasonable
amount of time. Limits on PDA screen size may make the
receiving device unsuitable for viewing the document.
Moreover, it is often useful to provide network content
distribution device functions more general than document
access, and PDAs are inappropriate for providing most
services of this kind. Thus, there exists a need for a system
that capitalizes on the strengths of PDAs but also accounts
for their shortcomings.

BRIEF SUMMARY OF THE INVENTION

The present invention solves the problems encountered by
the prior art systems and methods. PDAs or other devices
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with PAN capabilities provide an avenue of secure distri-
bution of information since they can be used in face-to-face
meetings where certain security considerations can be
addressed by personal presence. Using such devices and
PAN to pass pointers (such as URLs or URISs) to content and
services rather than the content and services themselves can
address the problems present in the prior art. That is, these
devices can be used to pass information at meetings about
how to obtain desired content and services on the public
Internet or other network. This will even enable content that
does not yet exist (meeting minutes, for example) or is
changing over time to be adequately communicated at the
time of the meeting. The content and services can be
obtained by the device itself if its connectivity and viewing
capabilities are adequate, or they can be obtained with a
more capable system (like a desktop workstation) that gets
pointers from the device by docking synchronization or
other communication. This approach can simultaneously
address security concerns by using PAN to convey access
credentials along with pointers to content and services. A
method and system for accomplishing this with robust
security and modest management overhead will facilitate
secure and convenient distribution of sensitive content and
services.

The present invention is directed to a method and system
of automatically generating a list of participants physically
present at a meeting, and distributing permission to the
participants. During the meeting, identity and key informa-
tion is collected from at least one participant using at least
one first personal area network. The identity and key infor-
mation is stored in a delegation device. After the identity and
key information is stored, permission to access services is
distributed to one or more of the participants over at least
one second personal area network using the delegation
device. The permission is represented using a digital signa-
ture. The first personal area network and the second personal
area network may be the same or different. In some aspects
of the invention, the delegation device comprises a personal
digital assistant. In other aspects of the invention, the
permission comprises the authority to delegate one or more
further permissions to subsequent delegatees via electronic
mail or otherwise. The first and second personal area net-
works may comprise two or more devices that transmit data
by infrared light waves or two or more devices that transmit
data by digital short-range radio waves.

The present invention is also directed to a graphical user
interface on a delegation device. The graphical user interface
includes an access control matrix. The access control matrix
includes one or more subject display areas for displaying
subject information regarding one or more subjects physi-
cally present at a meeting and from whom identity and key
information has been collected using at least one first
personal area network. The identity and key information is
stored on the delegation device. The access control matrix
also includes one or more object display areas for displaying
object information regarding one or more permissions to
access services, for example, related to accessing content or
actuating a device, represented by a digital signature. The
permissions are distributed to the one or more subjects over
at least one second personal area network using the delega-
tion device. The access control matrix further includes one
or more association display areas for displaying association
information of the one or more subjects to the one or more
permissions. In some aspects of the invention, the one or
more association display areas comprise one or more access
control display areas and, in other aspects of the invention,
the one or more association display areas comprise one or
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more capabilities display areas. The first personal area
network and the second personal area network may be the
same or different. The delegation device, in some aspects of
the invention, comprises a personal digital assistant.

The present invention is further directed to another type of
graphical user interface on a delegation device. The graphi-
cal user interface includes one or more movable subject
icons representing one or more subjects physically present at
a meeting and from whom identity and key information has
been collected using at least one first personal area network.
The identity and key information is stored on the delegation
device. The graphical user interface further includes one or
more movable object icons relating to one or more permis-
sions to access services, for example, related to accessing
content or actuating a device. The permissions, represented
by a digital signature, are distributed to the one or more
subjects over at least one second personal area network
using the delegation device. The subject icons are associated
with the object icons by physically associating the two
together. The first and second personal area networks may be
the same or different.

The present invention solves problems associated with the
prior art by providing a method for managing access to
services under an access control system while preserving
adequate security. Those and other advantages and benefits
of the present invention will become apparent from the
detailed description of the invention herein below.

BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings, wherein like referenced
numerals are employed to designate like parts or steps, are
included to provide a further understanding of the invention,
are incorporated and constitute a part of this specification,
and illustrate embodiments of the invention that together
with the description serve to explain the principles of the
invention.

In the drawings:

FIG. 1A illustrates a message sequence chart of a pre-
ferred embodiment of the present invention.

FIG. 1B illustrates a message sequence chart relating to
the delegation of a permission in accordance with a pre-
ferred embodiment of the present invention.

FIG. 1C illustrates an exemplary data structure for a
permission chain.

FIG. 1D illustrates a series of exemplary permission
chains.

FIG. 2A illustrates a system of one embodiment of the
present invention.

FIG. 2B illustrates a portion of the system of a preferred
embodiment of the present invention.

FIG. 2C illustrates a system of an alternate embodiment
of the present invention.

FIG. 3A illustrates an example of a personal area network.

FIG. 3B illustrates an example of an alternative personal
area network.

FIG. 4 illustrates an example of a PDA.

FIG. 5 illustrates an example of an access control matrix
displayed on a graphical user interface of a delegation
device used in accordance with one embodiment of the
present invention.

FIG. 6 illustrates an example of a graphical user interface
of a delegation device using movable icons to assist in
delegation of permissions, in accordance with one embodi-
ment of the present invention.
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FIG. 7 illustrates an example of a permission embedded
in a header of an http request for a web page.

FIG. 8 illustrates an example of a permission embedded
in a cookie within an http request.

FIG. 9 illustrates an example of a permission embedded
in a URL.

FIG. 10 depicts a flow chart of a method for managing
access to services in accordance with a preferred embodi-
ment of the present invention.

FIG. 11 depicts a flow chart of a method for managing
access to services in accordance with a preferred embodi-
ment of the present invention.

FIG. 12 depicts a flow chart of a method for controlling
access to services in accordance with a preferred embodi-
ment of the present invention.

FIG. 13 depicts a flow chart of a method for controlling
access to services in accordance with a preferred embodi-
ment of the present invention.

FIG. 14 depicts a flow chart of a method for managing
access to services in accordance with a preferred embodi-
ment of the present invention.

FIG. 15 depicts a flow chart of a method for expediting
delegation of at least one permission in accordance with a
preferred embodiment of the present invention.

FIG. 16 depicts a flow chart of a method of managing
access to services in accordance with a preferred embodi-
ment of the present invention.

FIG. 17 depicts a flow chart of a method of automatically
generating a list of participants physically present at a
meeting and distributing permission to the participants, in
accordance with a preferred embodiment of the present
invention.

DETAILED DESCRIPTION

Reference will now be made in detail to the preferred
embodiments of the present invention, examples of which
are illustrated in the accompanying drawings. It is to be
understood that the figures and descriptions of the present
invention included herein illustrate and describe elements
that are of particular relevance to the present invention,
while eliminating, for purposes of clarity, other elements.

Those of ordinary skill in the art will recognize that other
elements are desirable and/or required in order to implement
the present invention. However, because such elements are
well known in the art, and because they do not facilitate a
better understanding of the present invention, a discussion of
such elements is not provided herein.

The systems and methods disclosed herein relate to man-
aging and controlling access to services. Such services may
involve the delivery of content (referring broadly to any
object, data, documents, files, directories, text, software,
computer applications or other information). In addition, and
by way of example, such services may involve actuating a
device that, for example, turns on an engine or opens a lock.
The services may be requested directly or indirectly through
use of, for example, a mobile computer such as a PDA.

FIG. 1A depicts a message sequence chart that provides
an overview of the sequence of steps for managing access to
a service in accordance with one embodiment of the present
invention. In step 101, an object or other information
relating to the service is transferred through use of publish-
ing device 107 (such as, for example, a personal computer)
to distribution device 108 (for example, a computer server
such as a web server). This step may be performed by, in one
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example, the delegator or someone associated with the
delegator. Distribution device 108 is connected to publishing
device 107 via a computer network, such as a local area
network (“LAN”), a wide area network (“WAN™), or the
Internet.

In step 102, publishing device 107 and delegation device
109 (such as a PDA) are synchronized, which includes the
transfer of data relating to the service from publishing
device 107 to delegation device 109. Such data may be a
resource, such as a file or directory name or URL that
provides the location of the service or information relating
to the service on distribution device 108.

In step 103, a delegator delegates, using delegation device
109, a permission to a delegatee, using delegation receiving
device 110. In the preferred embodiment, the permission
provides the delegatee with authority to access the service
and/or the authority to delegate additional permissions to
one or more subsequent delegatees. In the preferred
embodiment, the delegation of the permission occurs over
an ad hoc network in a personal area network (typically,
though not necessarily, within one room) while physical
presence exists between the delegator and the delegatee. An
ad hoc network refers to any network that is formed by two
or more mobile computers that come into contact with each
other. Such a network is formed without use of a base station
and without a preconfigured infrastructure. For example, one
or more delegators may attend a meeting with one or more
potential delegatees at which each individual is physically
present. Each delegator will have a delegation device, such
as a PDA, and each delegates involved in the exchange will
have a delegation receiving device, such as a PDA or lap top
computer. Verification of each delegates is performed by
virtue of such delegatee’s physical presence within the
personal area network.

In step 104, delegation receiving device 110 is, in some
embodiments, synchronized with receiving device 111. In
this step, data representing the permission delegated to the
delegatee in step 103 on delegation receiving device 110 is
synchronized with data on receiving device 111.

In step 105, receiving device 111, such as a personal
computer, makes a request, electronically via a computer
network (different from the personal area network referred
to with reference to step 103), to distribution device 108
(which has stored and/or has access to the service or
information relating to the service placed by publishing
device 107 in step 101), to view and/or access the service or
related information. The request may include data represent-
ing the identity/location of the service or information relat-
ing to the service (such as a file or directory name or URL),
credential information, including the identity and public key
information of the requestor (used for authentication), and
the nature and extent of the permission delegated (used for
authorization). The credential information may be supported
using secure socket layer (“SSL”) protocol. Distribution
device 108 reviews the request, including the credential
information, and determines whether the requestor is
entitled to access the service. Access will be provided if, in
one example, it is determined that the requester has the
private key required to access the service.

If distribution device 108 determines that the requester is
entitled to access the service, in step 106, the distribution
device 108 provides the receiving device 111 with access to
the service over a computer network (in one embodiment
different from the personal area network referred to in step
103).

FIG. 2Aprovides an overview of the system of a preferred
embodiment of the present invention. The system 200
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includes publishing system 201. In the preferred
embodiment, publishing system 201 comprises one com-
puter but may, in some embodiments, comprise more than
one computer. Publishing system 201 includes, for example,
publishing device 107 in FIG. 1A. System 200 also includes
distribution system 240, which in some embodiments com-
prises one computer and in other embodiments comprises
more than one computer. Distribution system 240 includes,
for example, distribution device 108 in FIG. 1A. The pub-
lishing system 201 includes database 203, for storing infor-
mation relating to the service to be transferred to web server
220 using, for example, publisher 202. Publisher 202 may be
used to select resources (e.g., names of files or directories or
URLs associated with service) that the user may want to
delegate. The selected resources may be stored in permission
database 207. Permissions previously delegated to the user
may also be available for selection and storage in permission
database 207. Thus, publisher 202, includes resource man-
ager 202A, which interfaces with web server 220, and
permission manager 202B, which interfaces with permission
database 207.

Distribution system 240 includes administrative server
218, which, in some embodiments, performs systems admin-
istration functions, such as allowing users to open accounts;
revoking permissions if, for example, a key is compromised;
and allowing a systems administrator to review logs.

Also included in distribution system 240 is distribution
database 219. Information relating to the service, which is
published via publishing system 201 and stored in database
203, may also be transmitted to distribution system 240 via
publishing link 281 to web server 220 and stored in distri-
bution database 219. This activity corresponds to step 101
shown in FIG. 1A. In some embodiments, web server 220 is
not a server accessible over the Internet but is, instead,
accessible over a LAN or an intranet. Distribution system
240 also includes access control server 221, which controls
access to the service. Access control server 221 accesses
access control database 222 to determine whether to provide
access to the service by checking the validity of the delega-
tion chain, as discussed in more detail with reference to
FIGS. 1C and 1D below. Access control server 221 is
coupled with log/audit server 223, which creates and stores
a record of access activity.

With further reference to FIG. 2A, publishing system 201
includes desktop permission manager 204, public key data-
base 205, delegation database 206 and permission database
207, which electronically manage data representing creden-
tial information relating to permissions. In particular, desk-
top permission manager 204 allows permissions to be del-
egated via electronic mail from publishing system 201.
Public key database 205 holds information relating to public
keys and permission database 207 holds information relating
to permissions or chains of permissions. Delegation data-
base 206 holds miscellaneous information such as working
data (i.e., intermediate computations) and log information.

Publishing system 201 also includes synchronization
manager 208, which allows for synchronization of certain
data related to public keys, delegations, permissions and
pregenerated data (to be used in connection with creating an
electronic signature). Synchronization manager 208
includes public key database synchronization module 208A,
delegation database synchronization module 208B, permis-
sion database synchronization module 208C and signature
pregenerator module 208D. Synchronization manager 208
electronically synchronizes, by way of synchronization net-
work 290, public key database 205, delegation database 206,
and permission database 207 of the publishing system 201
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with public key database 209, delegation database 210, and
permission database 211, of mobile permissions manager
226, respectively. Synchronization network 290 may, in
some embodiments, be created by placing mobile permis-
sions manager 226 (such as a PDA) in a docking cradle that
is connected electronically to publishing system 201 (such
as a personal computer). With reference to FIG. 1A, such
synchronization occurs in step 102 (with respect to synchro-
nization between publishing device 107 and delegation
device 109) and in step 104 (with respect to synchronization
between delegation receiving device 110 and receiving
device 111). In some embodiments, synchronization causes
data stored in public key database 209, delegation database
210, and permission database 211 of mobile permissions
manager 226 to be identical to corresponding data stored in
public key database 205, delegation database 206, and
permission database 207 of publishing system 201. Pregen-
erated data manager 270 may be filled by signature pregen-
erator module 208D as part of the synchronization process.

Mobile permissions manager 226 further comprises pub-
lic key database manager 213, delegation database manager
214, permission database manager 215 and pregenerated
data manager 270, each of which manage portions of the
data representing credential information relating to permis-
sions. In particular, each manager interfaces to manage its
respective database when an operation must be performed
with respect to each such database. Public key database
manager 213, delegation database manager 214, permission
database manager 215 and pregenerated data manager 270
of mobile permissions manager 226 are coupled to commu-
nications mechanism 217, which allows the user to receive
output from another delegation device (such as remote
device 228) and provide input to other delegation receiving
devices (such as remote device 228). Communications
mechanism 217 is a digital data interface (for example, an
infrared port or other antenna) that allows for wireless
electronic communication with other delegation devices. In
addition, public key database manager 213, delegation data-
base manager 214, and permission database manager 215 are
coupled to user interface 216, which allow a user to view and
control certain activities occurring within mobile permis-
sions manager 226. Pregenerated data manager 270 may, in
some embodiments, be coupled to user interface 216.

Thus, a delegator who wishes to delegate a permission
may do so by way of system 200. The delegator may define
who may access the services at publisher 202; this may be,
in an exemplary embodiment, a specific individual or any
individual that requests access and has the specified private
key corresponding to the appropriate public key. Informa-
tion relating to the service is transferred by way of publisher
202 via publishing link 281 and stored at web server 220
(corresponding to step 101 of FIG. 1A). Data representing
the resource corresponding to this service (i.e., its name or
a URL or URI associated with it) is transferred by publisher
202 to permission database 207 and is synchronized to
permission database 211 by permission database synchro-
nization module 208C (corresponding to step 102 of FIG.
1A). Permission database manager 215 may then obtain the
data representing the resource from permission database
211, which is then ready for use in delegating a permission
to remote device 228, as described with reference to FIG.
1B.

FIG. 1B is a message sequence chart of one embodiment
of the present invention that provides more detail of step 103
shown in FIG. 1A. In particular, FIG. 1B describes one
manner in which a permission is delegated by mobile
permissions manager 226 to remote device 228 by way of
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delegation link 260 within personal area network 250. The
delegator selects the resource he or she is interested in
delegating to the delegator by way of user interface 216. In
step 130, delegation device 109 electronically queries del-
egation receiving device 110 for its public key. In step 135,
delegation receiving device 110 provides its public key. With
reference to FIG. 2A, focusing on the role of the delegator
as mobile permissions manager 226, the public key is
received from remote device 228 over communications
mechanism 217 on mobile permissions manager 226. The
delegator then uses its own private key, together with data in
the pregenerated data buffer 212 to create a digital signature
indicating that the key of the delegatee should receive access
to the selected resource. In step 140, the permission,
(represented by the digital signature and including the
resource data) is transmitted electronically to delegation
receiving device 110 (with reference to FIG. 2A, via com-
munications mechanism 217 to remote device 228). In one
embodiment of the system, this permission can have a form
similar to ones defined in IETF RFC 2693, Simple Public
Key Infrastructure Certificate Theory.

While the embodiment described with reference to FIG.
1B describes a digital signature being created through use of
public/private key encryption techniques, other methods of
creating a digital signature are within the scope of the
present invention.

FIGS. 1C and 1D show an exemplary data structure and
a series of exemplary permission chains, respectively, that
may be used in accordance with one embodiment of the
present invention. A permission chain is a sequence of
permission links, each of which consist of a permission link
component and a signature. The permission link component
contains data that describes the permission, including the
delegatee, the delegator, terms of the permission such as
time limits, and other optional information. Each time a
permission is delegated, the delegator constructs a new
permission link and appends it to the permission chain. The
signature cryptographically binds the identity of delegator to
the existing permission chain and to the data in the new
permission link component.

In a typical implementation, the permission chain is
represented as an ASN.1 (“Abstract Syntax Notation One™)
sequence and encoded as an octet string using DER (“Data
Encoding Rules™) as shown in FIG. 1C. Each signature in a
permission chain is computed using the NIST (“National
Institute for Standards and Technology”) DSS (“Digital
Signature Standard”) and is represented as a DER-encoded
octet string of two ASN.1 integers (known as “r” and “s” in
the DSS).

With reference to FIG. 1D, in order to construct permis-
sion chain 1 intended for delegation to a first delegatee, a
first delegator encodes the appropriate permission in per-
mission link component 3, and creates Signature 4 by
signing content represented by DER octet string 5, which is
the string from the beginning of permission chain 1 through
the end of permission link component 3. Permission link
component 3 must, in some embodiments, minimally consist
of the public keys of the first delegatee and the first
delegator, the URI or URL of the resource in question, and
the boolean flags as indicated in the permission link com-
ponent definition.

To construct permission chain 6 intended for delegation to
a second delegatee, the first delegatee, now the second
delegator, encodes the appropriate permission in permission
link component 8, and creates Signature 9 by signing content
represented by DER octet string 10, which is the string from
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permission chain 1 through permission link component 8.
Permission link component 8 must minimally consist of the
public key of the second delegatee. Other data in permission
link component 8 is optional but must represent the same or
less permission as presented in the previous chain, permis-
sion link component 3.

The second delegatee, now the third delegator, uses the
same technique to construct permission chain 11 for delega-
tion to the third delegatee.

To gain access to a resource identified in permission link
components 13, 8, and 3, the third delegatee must present
permission chain 11 to the appropriate authority and prove
to the authority that he or she holds the private key that
corresponds to the public key indicated in permission link
component 13. The authority must also validate the authen-
ticity of permission chain 11 before granting access to the
resource.

To validate the authenticity of permission chain 11, the
authority must verify signatures 4, 9, and 14 against content
5, 10, and 15, respectively. The verification process will
determine if the private key corresponding to an appropriate
public key was used to sign the content in question. The
appropriate public key for a signature is the delegatee
(subject) public key indicated in the previous permission
link component. If there is no previous permission link
component, then the appropriate public key is the delegator
(source) public key indicated in the current permission link
component. Therefore, the appropriate public key for sig-
nature 14 is the subject public key in permission link
component 8. For signature 9, it is the subject public key in
permission link component 3. For signature 4, it is the source
public key in permission link component 3.

Next, the authority must verify that the permission data
(such as the URL or URI, delegatee, read, write, and time
range) presented in each permission link component repre-
sents the same or less permission as such presented in the
previous permission link component. For example, in a
typical implementation, if the URL in permission link com-
ponent 3 is http://company.com/resource, and the URL in
permission link component 8 is http://company.com/
resource/subresource then the authority will determine that
the URL in permission link component 8 represents less
permission than the URL in permission link component 3,
since access to http://company.com/resource implies access
to http://company.com/resource/subresource. The rules
defining implied access may vary in other embodiments of
the invention.

Finally, the authority must verify that the delegator
(source) public key indicated in the permission link com-
ponent 3 has permission to delegate access to the resource
identified by permission chain 11. This permission informa-
tion is typically accessible to the authority via means other
than the permission chain itself. For example, the source
public key may be listed in an ACL (“Access Control List”)
in a database accessible to the authority.

Given that the creation of a digital signature requires
calculation of parameters that are the result of modular
arithmetic and exponentiation of very large numbers, in
some embodiments, the delegator may wish to pregenerate
certain data relating to the digital signature, rather than
generating such data on the mobile permissions manager
226 at the time the delegator seeks to delegate the permis-
sion. Generating such data on the mobile permissions man-
ager 226 may be time consuming given that it is a con-
strained device (i.e., slow speed, little memory etc.). Such
activities can be performed more efficiently on, for example,
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a personal computer. These pregenerated values represent at
least a portion of data required to create a digital signature.
They typically consist of the values referred to as “r”, “k”,
and the “k™”, in the DSA standard, FIPS 186-2, Section 4,
and can be generated as described in FIPS 186-2, Appendix
3.2. Multiple sets of these parameters, one set per digital
signature, can be generated by the signature pregenerator
module 208D during synchronization with the mobile per-
missions manager 226, without prior knowledge of the
service to which a signature will eventually be applied. The
data does not need to be stored in synchronization manager
208 except in a temporary buffer during the brief time period
after generation and before synchronization. Data represent-
ing the pregenerated values can be synchronized by way of
signature pregenerator module 208D of synchronization
manager 208 with mobile permissions manager 226 and
stored in pregenerated data buffer 212. Then, upon the
performance of a DSA signature operation on mobile per-
missions manager 226 using pregenerated data manager
270, the digital signature can be completed and the permis-
sion delegated.

Remote device 228, on which the permission has been
stored, may then be used to gain access to the service. This
similarly can be shown with reference to FIG. 2A and, in
doing so, remote device 228 shall be referred to as mobile
permissions manager 226.

Thus, a device, such as mobile permissions manager 226,
on which a permission has been stored, for example in
permission database 211, can be used in connection with
accessing services. Mobile permissions manager 226 is
synchronized with publishing system 201 (for example, a
personal computer) such that data representing the permis-
sion in permission database 211 can be synchronized with
data stored in permission database 207 by permission data-
base synchronization module 208C (corresponding to step
104 in FIG. 1A).

Once synchronized, viewer 224 of publishing system 201
can be used to make a request (electronically) by way of
browser 225 to access the service (corresponding to step 105
in FIG. 1A). Viewer 224 may comprise a plug in or helper
object on browser 225 that allows a user to view web pages.
Viewer 224 also supplies credential information (including
permission to access the service), for example, as a header
of an http request for a web page associated with a URL
supplied to the browser. In alternative embodiments, the
credential information is supplied by the viewer in a cookie
within an http request or, in still other embodiments, as part
of the URL. Other suitable alternatives are likewise within
the scope of the present invention. The request is transmitted
over request link 282 and received at web server 220 of
distribution system 240. The request is then transmitted by
web server 220 to access control server 221. Access control
server 221 queries access control database 222 to determine
whether the permission is acceptable. If the permission is
acceptable, distribution system 240 will allow browser 225
to access the service (corresponding to step 106 in FIG. 1A).
If the permission is not acceptable, distribution device 202
will not allow browser 225 to access to the service.

In some embodiments, in addition to or in lieu of seeking
to obtain access to the service, the delegatee delegates
permission obtained from the delegator to a subsequent
delegatee. This may be accomplished using PAN or, in
alternative embodiments, may be accomplished by sending
the permission via electronic mail using desktop permission
manager 204.

In one example in which the present invention may be
utilized, the delegator may attend a meeting with individuals
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to whom the delegator wishes to provide access to a service.
For example, the delegator may have created confidential
documents related to a business transaction. Alternatively,
the delegator may be in charge of assembling particular
documents relating to a business transaction. In this alter-
native scenario, the delegator has not necessarily created the
content himself or herself but, instead, has permission to
access content created by others. Upon physically meeting
with associates involved in the business transaction, the
delegator may wish to allow the associates to have access to
such documents. In this example, each of the meeting
participants participating in the exchange has a device
capable of creating a PAN, such as a PDA. The delegation
device may be any device, such as a mobile computer, that
is capable of creating an ad hoc network with another device
and that has the ability to control delegation, including
delegating electronic permissions. Thus, for example, a
cellular telephone that has PAN capabilities could serve as
a delegation device or a delegation receiving device.

As shown with reference to FIGS. 3A and 3B, one or more
PANs may serve to communicate the delegations. With
reference to FIG. 3A, delegator 303 and delegates 302 each
have a PDA, delegating device 305 and delegation receiving
device 306, respectively. In this example, data is transferred
between delegating device 305 and delegation receiving
device 306 by infrared light waves and the PAN is created
by physically pointing these devices toward each other. An
ad hoc network is created within the PAN. If delegator 303
were to want to create a PAN with delegatee 320 (having
delegation receiving device 321), delegator 303 would have
to tear down the PAN created with delegatee 302 and
physically point delegation device 305 at delegation receiv-
ing device 321. Thus, in the scenario described with refer-
ence to FIG. 3A, several digital networks may exist over a
period of time.

With reference to FIG. 3B, delegator 307 and delegatees
308, 309 and 310 each have a PDA, delegation device 311
and delegation receiving devices 312, 313 and 314, respec-
tively. In this example, data is transferred among delegation
device 311 and delegation receiving devices 312, 313 and
314 by short-range radio waves (e.g., Bluetooth or wireless
LAN technology). Each of delegation device 305, and
delegation receiving devices 312, 313 and 314 (all within
range of one another) are capable of forming one PAN and
communicating with each other simultaneously. Thus, for
example, there would be no need for delegator 307 to tear
down a PAN with delegatee 308 to establish a PAN with
delegatee 309.

FIGS. 3A and 3B describe only two scenarios in which
PANs may be created. One skilled in the art will recognize
that many variations of PANs could be created using differ-
ent types of technology, all of which are within the scope of
the present invention. Thus, by way of example and not
limitation, the transmission of data may be by infrared light
waves, short-range radio waves or any other means in which
one or more PANSs are created.

Thus, with reference to FIG. 3A, identity and key infor-
mation is obtained by delegation device 305 from delegation
receiving device 306. Then, one or more permissions relat-
ing the service may be delegated from delegation device 305
to delegation receiving device 306 over wireless link 325.
The permission may be permission to access the service,
with or without a time duration, and/or may include per-
mission to delegate one or more further permissions to one
or more subsequent delegatees (via e-mail or otherwise),
with or without a time duration. If delegator 303 were to
want to delegate a permission to delegatee 320, delegator
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303 would have to create a new PAN with delegatee 320,
through their respective devices, in order to accomplish this.

In some embodiments, the delegator verifies the identity
and key information through physical presence of the del-
egatee and, in addition, may do so through a third party
verification service, such as VeriSign. In other embodiments,
physical presence of the delegates is the only verification
method. In an alternate embodiment, key information is
received from a delegatee over a computer network. A hash
of the key is taken and the hash is verbally confirmed with
the delegatee to ensure that the key has been correctly
delivered to the delegator from the delegatee. Permission to
access the service is delegated by a delegator to the
delegatee, wherein the permission is represented using a
digital signature. After that, the delegatee is provided access
to the service.

FIG. 4 shows an exemplary delegation device 401 (in this
case, a PDA) through which a permission may be transmit-
ted to, for example, another PDA or lap top computer via
infrared light waves over IR port 402. Delegation device 401
includes a graphical user interface (“GUI”) 403
(corresponding to user interface 216 in FIG. 2A).

Delegation device 401 may, in some embodiments,
include a receiver that is capable of processing global
positioning system (“GPS”) signals. In this embodiment,
data relating to the location of the delegation device
(identified by the GPS receiver) at the time the permission
is delegated to the delegatee may be bound to the permission
in the manner described, for example, with reference to FIG.
1D.

An exemplary embodiment of portion of a system that
includes this functionality is shown with reference to FIG.
2B. FIG. 2B shows remote device 228 and mobile permis-
sions manager 226, in communication via delegation link
260, as shown in FIG. 2A. In addition to public key database
209, permission database 211, pregenerated data buffer 212,
public key database manager 213, permission database man-
ager 215, and pregenerated data manager 270 (not shown in
FIG. 2B for purposes of clarity), and delegation database
210 and delegation database manager 214 (shown in FIG.
2B), the mobile permissions manager contains GPS buffer
265 and GPS receiver 266. GPS receiver 266 periodically
receives signals from GPS sender 267 (which is, in one
embodiment, one or more satellites) indicating the location
of GPS receiver 266 and, thus, the location of mobile
permissions manager 226. Data representing the location of
mobile permissions manager 226 is stored in GPS buffer
265. Upon creating a permission to be delegated, delegation
database manager 214 consults GPS buffer 265 to obtain
data representing the most recent location information
obtained by GPS receiver 266 from GPS sender 267. This
data representing the location information is bound to the
permission delegated. In the instance in which the permis-
sion is delegated outdoors, the most recent location infor-
mation may be the location of the permission at the time
GPS buffer 265 is consulted. However, if the delegation is
performed within a building, the most recent location infor-
mation may be the location of mobile permissions manager
226 prior to the time it entered the building.

The embodiment of the present invention in which mobile
permissions manager 226 includes GPS functionality has
many advantages. One advantage of this embodiment is that
the delegator may control access to services based on the
location at which the permission was delegated. By way of
example, the delegator may revoke one or more permissions
delegated at a particular location. Another advantage is that
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delegation information may be monitored based on the
location at which the permission was delegated. For
example, for marketing purposes, a delegator may want to
determine the locations at which permissions are being
delegated. In another example, a delegator may want to
determine the locations at which certain permissions were
delegated to determine whether such delegations comply
with certain legal restrictions or requirements.

In one particularly advantageous embodiment of the
present invention, a list of participants physically present at
a meeting may be generated, and permission distributed to
the participants, automatically. For example, with reference
to FIG. 3A, during the meeting, identity and key information
is collected by delegator 303 from delegatee 302 using the
PAN created by delegation device 305 and delegation
receiving device 306. Subsequently, delegator 303 may
create a PAN with delegatee 320 using delegation device
305 and delegation receiving device 321 and collect identity
and key information. In an alternate embodiment, with
reference to FIG. 3B, delegator 307 collects identity and key
information from each of the delegatees 308, 309 and 310
over the PAN created by delegation device 311 and delega-
tion receiving devices 312, 313 and 314. Thus, delegation
device 305 (with reference to FIG. 3A) and delegation
device 311 (with reference to FIG. 3B) serve as a collection
device for collecting identity and key information. Any
device capable of creating a PAN and controlling delegation
of permissions may be used in accordance with the present
invention. The collection device may then generate a list of
participants present at the meeting (including their identity
and key information) and distribute it to each participant.
The collection device may then create one or more permis-
sions and distribute such permissions to one or more of the
participants. The collection/distribution device 305 and 311
may also have a GUI for displaying the interfaces as
described with reference to FIGS. 5§ and 6 below.

There are various ways to identify permissions to be
delegated to various delegatees and permissions previously
delegated to delegatees during a meeting such as that
described with reference to FIGS. 3A and 3B. For example,
in one embodiment of the present invention, the delegation
device, such as that shown with reference to FIG. 4, includes
GUI 403.

GUI 403 may be capable of displaying an access control
matrix, such as that shown with reference to FIG. 5. Access
control matrix 500 includes one or more subject areas 501
for displaying delegatee information regarding one or more
delegatees physically present at a meeting and from whom
identity and key information has been collected using one or
more personal area networks, as discussed with reference to
FIGS. 3A and 3B. The identity and key information may be
stored on the delegator’s delegation device. Access control
matrix 500 further includes object display areas 502 for
displaying object information. The object information
relates to one or more permissions that have been or will be
delegated to one or more delegatees over one or more
personal area networks using the delegation device. Thus,
the object information may be a resource, such as a name of
a file or directory or a URL or URI. The object may also be
a permission previously delegated to the delegator, which
the delegator may then delegate to another. Access control
matrix 500 further includes one or more association display
areas 503 for displaying association information. The asso-
ciation information includes the manner in which one or
more of the subjects are associated with one or more of the
objects. Association display areas 503 may, in some
embodiments, comprise access control display areas 504
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and/or capabilities display areas 505. Thus, in the example
shown with reference to FIG. 5, delegatees 1 and 4 are to be
given permission pertaining to object 1; delegatee 2 is to be
given permission pertaining to object 2; and delegatee 3 is
to be given permission pertaining to object 1.

With reference to FIG. 6, in an alternative embodiment,
interface 600 of delegation device (such as GUI 403 shown
with reference to FIG. 4) includes one or more movable
subject icons 601, which represent one or more delegatees
physically present at a meeting and from whom identity and
key information has been obtained and stored in the delega-
tion device. In addition, interface 600 contains one or more
movable object icons 602, which represent one or more
permissions to access services. Each object (represented by
an object icon 602) is associated with a particular delegatee
(represented by a subject icon 601) by physically associating
the particular object icon 602 with the particular subject icon
601. This may be accomplished, in one exemplary
embodiment, by clicking on a subject icon 601 and dragging
it to an object icon 602. After an object icon 602 is
associated with a particular subject icon 601, in the preferred
embodiment, both the object icon 602 and the subject icon
601 remain, thereby subsequently allowing the particular
object icon 602 to be associated with other subject icons 601
and vice versa. Other manners of physically associating the
icons will be known to those skilled in the art and are within
the scope of the present invention.

In the preferred embodiment, once a delegatee has
obtained permission and the permission has been stored on,
for example, the delegatee’s PDA, the delegatee may syn-
chronize its PDA with its personal computer, thereby trans-
mitting data representing the permissions to the personal
computer, as described above with reference to FIG. 2A. A
request can then be made to access the service via the
personal computer over a computer network.

The request includes certain credential information that is
required in order for the requester to be permitted access to
the service. The credential information may include identity
and key information and permission information relating to
the service. The credential information may be transmitted
by various credential transmission mechanisms. The creden-
tial transmission mechanism must be capable of sending the
credentials from the browser to the web server. In the
preferred embodiment, the credential information is sent as
part of a header within an HTTP request. FIG. 7 provides an
example of a permission embedded in the header of an http
request for a web page. In an alternative embodiment, the
credential information is sent as part of a cookie within an
HTTP request. FIG. 8 illustrates an example of a permission
embedded in a cookie. In still another embodiment, the
credential information is sent as part of a URL. FIG. 10
illustrates an example of a permission embedded in a URL.

Thus, for example, with reference to FIG. 2A, as a
requestor makes a request through browser 225 to access the
service by supplying a URL, viewer 224 checks to see if it
has any credential information corresponding to that URL.
If it does, viewer 224 will add the credential information, for
example, as part of a header of an http request for a web
page, in a cookie within an http request or as part of the
URL. The credential information is received by web server
220 and checked by access control server 221 in connection
with access control database 222. It will be determined
whether access is permitted.

Assuming the credential information is accepted, and the
delegatee is permitted to access the service, the service may
be sent to the delegatee over a computer network. In the
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preferred embodiment, this computer network used to access
the service may be different from the personal area network,
and may be, in some embodiments, a public network such as
the Internet. In other embodiments, the computer network is
a personal area network. In some instances, the delegates
may be denied access to the service. This may occur if, for
example, the permission granted by the delegator was lim-
ited in duration and the delegatee attempted to access the
service after the permission had expired. In another
example, the delegator may have revoked permissions del-
egated at the location (identified, for example, by a GPS
receiver) at which the delegatee’s permission was delegated.

In some embodiments, the services that the delegatee has
received permission to access are related to the actuation of
a device. For example, the delegatee may seek permission
from a delegator to open a door, thereby gaining access to a
building, or to start a motor. With reference to FIG. 2C, the
delegator using device 283 delegates permission to access
the service to delegatee via device 284. Devices 283 and 284
include mobile permissions manager 285 and 287, which are
analogous or identical to mobile permissions manager 226
of FIG. 2A. The delegation is performed over a personal area
network in the manner described with reference to remote
device 228 and mobile permissions manager 226 of FIG. 2A
and FIGS. 1A, 1B and 1D. Link 294 of FIG. 2C corresponds
with delegation link 260 of FIG. 2A. Authenticator module
288 transmits the permission to communication interface
294 of controller system 291 over link 295, secking access
to the service. Communication interface 294 may be, in
some embodiments, an IR port or Bluetooth antenna. Com-
munication interface 294 communicates with controller 293,
which determines whether to provide the delegatee with
access to the services. This authentication may be
accomplished, in some embodiments, using a standard
authentication protocol such as ISO/IEC9798-3. Assuming it
is determined that the delegates has permission access to the
service, controller 293 signals actuator 289 thereby trigger-
ing actuator 289 to perform the service, resulting in, for
example, opening a door. Administration interface 292 is
used for various administrative functions such as, for
example, configuring root permissions or reviewing an
access log.

It will be understood by those skilled in the art that the
present invention can be used to control access to any
number of different services, including obtaining access to
services that involve control of any computerized device.

Having discussed the systems of and apparatus used in
connection with the present invention, the methods of the
present invention will now be discussed with reference to
FIGS. 10-17.

With reference to FIG. 10, a method for managing access
to a service is shown. In step 1000, permission is delegated
to a delegates by a delegator. The permission is represented
using a digital signature and includes authority to access the
service and delegate one or more further permissions to one
or more subsequent delegatees. At least one delegation of
permission occurs over a personal area network while physi-
cal presence exists between the delegator and the delegatee.
The personal area network may comprise two or more
devices which transmit data by infrared light waves, or
digital short-range radio waves. In some embodiments, in
step 1010, one or more of the further permissions are
delegated to one or more subsequent delegatees via elec-
tronic mail or other means.

With reference to FIG. 11, a method for managing access
to a service is shown. In step 1101, one or more permissions
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are delegated to a delegatee by a delegator over at least one
ad hoc network in a personal area network. The one or more
permissions relate to the service and comprise authority to
access the service and to delegate one or more further
permissions to subsequent delegatees. The permissions are
represented using a digital signature. In step 1103, access to
the service is provided to each permitted delegatee over a
second computer network that is different from the personal
area network. In an alternate embodiment, in step 1102, first
data comprising the one or more permissions on the delega-
tion device is synchronized with second data on a receiving
device. In another embodiment, in step 1104, one or more
further permissions to subsequent delegatees are delegated
via electronic mail or other means. The personal area
network may comprise two or more devices that transmit
data by infrared light waves or short-range radio waves. The
second computer network comprises a public network, such
as the Internet. The delegation of permission may be per-
formed by a personal digital assistant. The service may be
accessed by a personal computer over the second computer
network.

With reference to FIG. 12, a method for controlling access
to a service is shown. In step 1201, identity and key
information of a delegatee is determined. In step 1202,
permission is delegated to the delegatee over a personal area
network. The permission is represented using a digital
signature and relates to the service. Steps 1201 and 1202 are
performed by a delegator that verifies the identity and key
information through physical presence of said delegatee.
The permission may include permission to access the service
and/or to delegate one or more further permissions to one or
more subsequent delegatees. In an alternative embodiment,
in step 1203, one or more of the further permissions are
delegated to one or more subsequent delegatees via elec-
tronic mail or other means, such as transferring by disc. The
permissions may be limited in duration. In some
embodiments, in steps 1201 and 1202, the delegator verifies
the identity and key information only through physical
presence of the delegatee.

With reference to FIG. 13, a method for controlling access
to a service is shown. In step 1301, key information is
received from a delegatee over a computer network. In step
1302, a hash of the key is taken and the hash is verbally
confirmed with the delegatee. In step 1303, permission to
access the service is sent by a delegator to the delegatee. The
permission is represented using a digital signature. After
that, the delegatee is provided access to the service in step
1304.

With reference to FIG. 14, a method for managing access
to a service is shown. In step 1401, at least one permission
is delegated to a delegatee by a delegator, over at least one
ad hoc network in a personal area network. The permission
includes authority to access the service and to delegate one
or more further permissions to subsequent delegatees and is
represented using a digital signature. In step 1402, data
representing credential information relating to the permis-
sion is received from at least one of said permitted delega-
tees via a credential transmission mechanism over a second
computer network that is different from the personal area
network. In step 1403, access to the service is provided to at
least one of said permitted delegatees over said second
computer network. The credential transmission mechanism
may comprise including the data in a header of an http
request for a web page, a cookie within an http request or a
URL. The personal area network may comprise two or more
devices that transmit data by infrared light waves or digital
short-range radio waves.
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With reference to FIG. 15, a method for expediting
delegation of at least one permission over at least one
personal area network via a delegation device is shown. In
step 1501, pregenerated values representing at least a portion
of data required to create a digital signature are created on
one or more computers. In step 1502, the values are trans-
ferred to the delegation device. In step 1503, the values are
used in creating a digital signature on the delegation device.
In step 1504, the at least one permission is delegated by a
delegator to a delegatee over the personal area network
while physical presence exists between the delegator and the
delegatee. The permission is represented using the digital
signature and comprises authority to access a service. Step
1502 may, in some embodiments, include synchronizing the
one or more computers with the delegation device. The
delegation device may be a constrained device.

With reference to FIG. 16, a method for managing access
to a service is shown. In step 1601, one or more permissions
relating to the service are delegated via a delegation device.
The delegation device includes a global positioning system
receiver for determining a location of the delegation device
at a time the delegation of one or more of the permissions
occurs. In step 1602, the location may be used to control
access to the service, such as revoking one or more of the
permissions delegated at the location. Alternatively, in step
1603, the location is used to monitor delegation information,
which may be used, for example, in connection with mar-
keting objectives or legal requirements.

With reference to FIG. 17, a method for automatically
generating a list of participants physically present at a
meeting, and distributing permission to at least one of the
participants is shown. In step 1701, during the meeting,
identity and key information is collected from at least one of
the participants using at least one first personal area network.
In step 1702, the identity and key information is stored in
one or more collection/distribution devices. After step 1702,
in step 1703, permission to access the service is distributed
to the at least one participant over at least one second
personal area network using the one or more collection/
distribution devices. The permission is represented using a
digital signature. The first personal area network and the
second personal area network may be the same or different.
The one or more collection/distribution devices may be
personal digital assistants. The permission may comprise the
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authority to delegate further permissions to subsequent
delegatees. The first personal area network and the second
personal area network may comprise two or more devices
that transmit data by infrared light waves or by digital
short-range radio waves.

While the invention has been described in detail and with
reference to specific embodiments thereof, it will be appar-
ent to one skilled in the art that various changes and
modifications can be made therein without departing from
the spirit and scope thereof. Thus, it is intended that the
present invention cover the modifications and variations of
this invention provided they come within the scope of the
appended claims and their equivalents.

What is claimed:

1. A graphical user interface on a delegation device
comprising:

one or more movable subject icons representing one or
more subjects physically present at a meeting and from
whom identity and key information has been collected
using at least one first personal area network, which
identity and key information is stored on the delegation
device; and

one or more movable object icons relating to one or more
permissions to access a service wherein said permis-
sions are distributed to said one or more subjects over
at least one second personal area network using the
delegation device and wherein said permissions are
represented using a digital signature;

wherein said subject icons are associated with said object
icons by physically associating said subject icons with
said object icons.

2. The graphical user interface of claim 1 wherein said
first personal area network and said second personal area
network are the same.

3. The graphical user interface of claim 1 wherein said
first personal area network and said second personal area
network are different.

4. The graphical user interface of claim 1 wherein the
service comprises accessing content.

5. The graphical user interface of claim 1 wherein the
service comprises actuating a device.
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